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Foreword

iSO (ﬁ I illtcllldtiul Idi OlydlliLdiiUII fUI StdllddldiLdiiUH) dlluI iEC (“Ic illicllldiiulldi Eicbtlutcbilllibdl
Commission) form the specialized system for worldwide standardization. National bodies that are members:pf
ISO or IEC participate in the development of International Standards through technical committees established
by the respective organization to deal with particular fields of technical activity. ISO and IEC-technical
committees collaborate in fields of mutual interest. Other international organizations, governmental*and non-
governmental, in liaison with ISO and IEC, also take part in the work. In the field of information technology, ISP
and IEC have established a joint technical committee, ISO/IEC JTC 1.

IEEE Standards documents are developed within the IEEE Societies and the Standards Coordinatin
Committees of the IEEE Standards Association (IEEE-SA) Standards Board. The IEEE develops its standarg
through a consensus development process, approved by the American National ‘Standards Institute, whid
brings together volunteers representing varied viewpoints and interests to achieye the final product. Volunteels
are not necessarily members of the Institute and serve without compensation:\While the IEEE administers the
process and establishes rules to promote fairness in the consensus development process, the IEEE does npt
independently evaluate, test, or verify the accuracy of any of the information contained in its standards.

o nQ

The main task of ISO/IEC JTC 1 is to prepare International Standatds. Draft International Standards adoptgd
by the joint technical committee are circulated to national bodies for voting. Publication as an Internationgl
Standard requires approval by at least 75 % of the national bodies casting a vote.

Attention is called to the possibility that implementationCef this standard may require the use of subject matter
covered by patent rights. By publication of this standard, no position is taken with respect to the existence or
validity of any patent rights in connection therewith. ISO/IEEE is not responsible for identifying essential
patents or patent claims for which a license may,be required, for conducting inquiries into the legal validity or
scope of patents or patent claims or detefmining whether any licensing terms or conditions provided |n
connection with submission of a Letter of Assurance or a Patent Statement and Licensing Declaration Form,if
any, or in any licensing agreements are reasonable or non-discriminatory. Users of this standard are expressly
advised that determination of the validity of any patent rights, and the risk of infringement of such rights, fis
entirely their own responsibility. Further information may be obtained from ISO or the IEEE Standards
Association.

Amendment 1 to ISO/IEC/IEEE 8802-11 was prepared by the LAN/MAN Standards Committee of the IEE
Computer Society (as '|EEE Std 802.11ae-2012). It was adopted by Joint Technical Committg
ISO/IEC JTC 1, Informiation technology, Subcommittee SC 6, Telecommunications and information exchang
between systems, in parallel with its approval by the ISO/IEC national bodies, under the “fast-track procedur:
defined in the Rartner Standards Development Organization cooperation agreement between ISO and IEE
IEEE is responsible for the maintenance of this document with participation and input from ISO/IEC nationp
bodies.
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Abstract: A mechanism for prioritization of management frames is provided and a protocol to
communicate management frame prioritization policy is specified in this amendment.
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Notice and Disclaimer of Liability Concerning the Use of IEEE Documents: IEEE Standards documents are developed
within the IEEE Societies and the Standards Coordinating Committees of the IEEE Standards Association (IEEE-SA)
Standards Board. IEEE develops its standards through a consensus development process, approved by the American National
Standards Institute, which brings together volunteers representing varied viewpoints and interests to achieve the final product.
Volunteers are not necessarily members of the Institute and serve without compensation. While IEEE administers the process
and establishes rules to promote fairness in the consensus development process, IEEE does not independently evaluate, test, or
verify the accuracy of any of the information or the soundness of any judgments contained in its standards.

Use of an IEEE Standard is wholly voluntary. IEEE disclaims liability for any personal injury, property or other damage, of any
nature whatsoever, whether special, indirect, consequential, or compensatory, directly or indirectly resulting from the
publication, use of, or reliance upon any IEEE Standard document.

IEEE does not warrant or represent the accuracy or content of the material contained in its standards, and expressly disclaims
any express or implied warranty, including any implied warranty of merchantability or fitness for a specific purpose, orthat the
use of the material contained in its standards is free from patent infringement. IEEE Standards documents are supplied "AS IS."

The existence of an IEEE Standard does not imply that there are no other ways to produce, test, measure, purchase, market, or
provide other goods and services related to the scope of the IEEE standard. Furthermore, the viewpoint exptessed at the time a
standard is approved and issued is subject to change brought about through developments in the state,of the art and comments
received from users of the standard. Every IEEE standard is subjected to review at least every ten y€ars. When a document is
more than ten years old and has not undergone a revision process, it is reasonable to conclude that'its contents, although still of
some value, do not wholly reflect the present state of the art. Users are cautioned to check.to determine that they have the latest
edition of any IEEE standard.

In publishing and making its standards available, IEEE is not suggesting or rendering professional or other services for, or on
behalf of, any person or entity. Nor is IEEE undertaking to perform any duty ewed’by any other person or entity to another. Any
person utilizing any IEEE Standards document, should rely upon his or‘*hér“own independent judgment in the exercise of
reasonable care in any given circumstances or, as appropriate, seek the{advice of a competent professional in determining the
appropriateness of a given IEEE standard.

Translations: The IEEE consensus development process invelvesthe review of documents in English only. In the event that an
IEEE standard is translated, only the English version publishéd by IEEE should be considered the approved IEEE standard.

Official Statements: A statement, written or oralsthat’is not processed in accordance with the IEEE-SA Standards Board
Operations Manual shall not be considered the offieial position of IEEE or any of its committees and shall not be considered to
be, nor be relied upon as, a formal position of JIEEE. At lectures, symposia, seminars, or educational courses, an individual
presenting information on IEEE standards shall make it clear that his or her views should be considered the personal views of
that individual rather than the formal position of IEEE.

Comments on Standards: Comments for revision of IEEE Standards documents are welcome from any interested party,
regardless of membership affiliation with IEEE. However, IEEE does not provide consulting information or advice pertaining
to IEEE Standards documerits. Suggestions for changes in documents should be in the form of a proposed change of text,
together with appropriate supporting comments. Since IEEE standards represent a consensus of concerned interests, it is
important to ensure thatjany responses to comments and questions also receive the concurrence of a balance of interests. For
this reason, IEEE and the members of its societies and Standards Coordinating Committees are not able to provide an instant
response to comuments or questions except in those cases where the matter has previously been addressed. Any person who
would like t@ participate in evaluating comments or revisions to an IEEE standard is welcome to join the relevant IEEE working
group at httpt//standards.ieee.org/develop/wg/.

Comments on standards should be submitted to the following address:
Secretary, IEEE-SA Standards Board
445 Hoes Lane
Piscataway, NJ 08854

IIQA

TS7%

Photocopies: Authorization to photocopy portions of any individual standard for internal or personal use is granted by The
Institute of Electrical and Electronics Engineers, Inc., provided that the appropriate fee is paid to Copyright Clearance Center.
To arrange for payment of licensing fee, please contact Copyright Clearance Center, Customer Service, 222 Rosewood Drive,
Danvers, MA 01923 USA; +1 978 750 8400. Permission to photocopy portions of any individual standard for educational
classroom use can also be obtained through the Copyright Clearance Center.
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Notice to users

Laws and regulations

Users of IEEE Standards documents should consult all applicable laws and regulations. Compliance with the
provisions of any TFEE Standards document does not imply compliance to any applicable rpgnlnmr\/

requirements. Implementers of the standard are responsible for observing or referring to the applicable
regulatory requirements. IEEE does not, by the publication of its standards, intend to urge action that is not
in compliance with applicable laws, and these documents may not be construed as doing so.

Copyrights

This document is copyrighted by the IEEE. It is made available for a wide variety of both publie and private
uses. These include both use, by reference, in laws and regulations, and use in privateyself-regulation,
standardization, and the promotion of engineering practices and methods. By making “this document
available for use and adoption by public authorities and private users, the IEEE does notwaive any rights in
copyright to this document.

Updating of IEEE documents

Users of IEEE Standards documents should be aware that these documents may be superseded at any time
by the issuance of new editions or may be amended from time to/time through the issuance of amendments,
corrigenda, or errata. An official IEEE document at any point invtime consists of the current edition of the
document together with any amendments, corrigenda, or errata-then in effect. In order to determine whether
a given document is the current edition and whether™it’has been amended through the issuance of
amendments, corrigenda, or errata, visit the IJEEE-SA\Website or contact the IEEE at the address listed
previously. For more information about the IEEE Standards Association or the IEEE standards development
process, visit the IEEE-SA Website.

Errata

Errata, if any, for this and all\ other standards can be accessed at the following URL: http://
standards.ieee.org/findstds/errata/index.html. Users are encouraged to check this URL for errata
periodically.

Interpretations

Current interpretations can be accessed at the following URL: http://standards.iece.org/findstds/interps/in-
dex.html.

iv Copyright © 2012 IEEE. All rights reserved.



http://standards.ieee.org/
http://standards.ieee.org/
http://standards.ieee.org/findstds/errata/index.html
http://standards.ieee.org/findstds/errata/index.html
http://standards.ieee.org/findstds/interps/index.html
http://standards.ieee.org/findstds/interps/index.html
https://iecnorm.com/api/?name=ac15e278033f608724f2ae754baf969b

ISO/IEC/IEEE 8802-11:2012/Amd.1:2014(E)

Patents

Attention is called to the possibility that implementation of this standard may require use of subject matter
covered by patent rights. By publication of this standard, no position is taken by the IEEE with respect to the
existence or validity of any patent rights in connection therewith. If a patent holder or patent applicant has
filed a statement of assurance via an Accepted Letter of Assurance, then the statement is listed on the IEEE-

SA Website <http://standards.ieee.org/about/sasb/patcom/patents.html>. Letters of Assurance may indicate
whether the Submitter is willing or unwilling to grant licenses under patent rights without compensation or
under reasonable rates, with reasonable terms and conditions that are demonstrably free of any unfair
discrimination to applicants desiring to obtain such licenses.

Essential Patent Claims may exist for which a Letter of Assurance has not been received. The IEEE\s not
responsible for identifying Essential Patent Claims for which a license may be required, forseonducting
inquiries into the legal validity or scope of Patents Claims, or determining whether any licenSing terms or
conditions provided in connection with submission of a Letter of Assurance, if any, or(in-any licensing
agreements are reasonable or non-discriminatory. Users of this standard are expressly advised that
determination of the validity of any patent rights, and the risk of infringement of such rights, is entirely their
own responsibility. Further information may be obtained from the IEEE Standards AsSociation.

Copyright © 2012 IEEE. All rights reserved. v
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Introduction

This introduction is not part of IEEE Std 802.11ae-2012, IEEE Standard for Information technology—
Telecommunications and information exchange between systems—Local and metropolitan area
networks—Specific requirements—Part 11: Wireless Medium Access Control (MAC) and physical layer

(PHY) Q.ppr‘iﬁr‘minnc—AmPndent 1- Prioritization m“Manangf-nt Frames

This document provides amendments to the IEEE 802.11 PHY/MAC layers related to QoS for Management
Frames.

Copyright © 2012 IEEE. All rights reserved.
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Part 11: Wireless LAN Medium Access:Control
(MAC) and Physical Layer (PHY) Specifications

Amendment 1: Prioritization of Management
Frames

IMPORTANT NOTICE: This standard is not intended to ensure safety, security, health, or environmental
protection. Implementers of the standard are~responsible for determining appropriate safety, security,
environmental, and health practices or regulatory requirements.

This IEEE document is made available for-use subject to important notices and legal disclaimers. These
notices and disclaimers appear in all publications containing this document and may be found under the
heading “Important Notice” or “Important Notices and Disclaimers Concerning IEEE Documents.”

They can also be obtained on@equest from IEEE or viewed at http://standards.ieee.org/IPR/disclaim-
ers.html.

(This amendment spegcifies enhancements to IEEE Std 802.11™.)

NOTE—The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and
replace. Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the
change afid describes what is being changed by using strikethreugh (to remove old material) and underscore (to add new
material).-Delete removes existing material. Insert adds new material without disturbing the existing material. Insertions
maylrequire renumbering. If so, renumbering instructions are given in the editing instruction. Replace is used to make
chariges in figures or equations by removing the existing figure or equation and replacing it with a new one. Editing
instructions, change markings, and this NOTE will not be carried over into future editions because the changes will be
incorporated into the base standard.!

INotes in text, tables, and figures are given for information only and do not contain requirements needed to implement the standard.
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3. Definitions, acronyms, and abbreviations

3.2 Definitions specific to IEEE 802.11

o pe
CJITions.

group-addressed quality-of-service management frame (GQMF): A group-addressed management
frame that is transmitted using the quality-of-service management frame (QMF) service.

individually addressed quality-of-service management frame (IQMF): An individually addressed man-
agement frame that is transmitted using the quality-of-service management frame (QMF) servicé.

non-quality-of-service management frame (non-QMF) access point (AP): An AP that.does not imple-
ment the quality-of-service management frame (QMF) service.

non-quality-of-service management frame (non-QMF) station (STA): A STA that does not implement
the quality-of-service management frame (QMF) service.

quality-of-service management frame (QMF): A management frame that is transmitted using the QMF
service.

quality-of-service management frame (QMF) access point (AP): A quality-of-service AP that imple-
ments the QMF service.

quality-of-service management frame (QMBP), policy: A policy defining the access category of manage-
ment frames. QMF stations (STAs) transmit their management frames using the access category defined by
the policy.

quality-of-service management frame (QMF) service: A service in which the enhanced distributed chan-
nel access (EDCA) access category with which a management frame is sent is determined according to a
configured policy.

quality-of-service management frame (QMF) station (STA): A quality-of-service STA that implements
the QMF service.

3.3 Abbreviations and acronyms

InSert the following new acronyms in alphabetical order:

GQMF group-addressed quality-of-service management frame
IQMF individually addressed quality-of-service management frame
QACM QMEF access category mapping

QMF quality-of-service management frame

2 Copyright © 2012 IEEE. All rights reserved.
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4. General description

4.5 Overview of the services

4.5.6 Traffic differentiation and QoS support

Insert the following heading (4.5.6.1) immediately after the heading 4.5.6:
4.5.6.1 General

Insert the following new subclause at the end of 4.5.6:

4.5.6.2 Quality-of-service management frame support

When the quality-of-service management frame (QMF) service is enabled, some managément frames might
be transmitted using an access category other than the access category assigned to,voice traffic (access
category AC_VO, see 8.4.2.31) in order to improve the quality of service of other tfaffic streams. This is
achievable by the use of a QMF policy. A QMF policy defines the ageess categories of different
management frames. Only QoS STAs are able to implement QMF policyZA nion-AP QMF STA uses the
default QMF policy or the QMF policy accepted from a peer QMF STA<to transmit management frames to
that peer QMF STA. A QMF AP sets its own QMF policy for the tratsmission of QMFs to its associated
STAs. A QMF STA uses access category AC VO to transmit mandgement frames to STAs that do not
support the QMF service.

5. MAC service definition

5.1 Overview of MAC services
5.1.1 Data service

5.1.1.1 General

Change the first paragraph as‘follows:

This service provides peer LLC entities with the ability to exchange MSDUs. To support this service, the
local MAC uses the tnderlying PHY -level services to transport an MSDU to a peer MAC entity, where it is
delivered to the peet LLC. Such asynchronous MSDU transport is performed on a connectionless basis. By
default, MSBU transport is on a best-effort basis. However, the QoS facility uses a traffic identifier (TID) to
specify differentiated services on a per-MSDU basis. The QoS facility also permits more synchronous
behavior.to be supported on a connection-oriented basis using TSPECs. There are no guarantees that the
subrhitted MSDU will be delivered successfully. Group addressed transport is part of the data service
provided by the MAC. Due to the characteristics of the WM, group addressed MSDUs may experience a
lower QoS, compared to that of individually addressed MSDUs. All STAs support the data service, but only
QoS STAs in a QoS BSS differentiate their MSDU delivery according to the designated traffic category or
traffic stream (TS) of individual MSDUs. QoS STAs that support the QMF service differentiate their

MMPDU dehivery according to the MMFPDU'S access category. Ihe access category of each MMPDU 1S

designated by the transmitter’s current QMF policy.
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6. Layer management

6.3 MLME SAP interface

6.3.3 Scan

6.3.3.3 MLME-SCAN.confirm
6.3.3.3.2 Semantics of the service primitive

Insert the following new row at the end of the BSSDescription parameter table:

Name Type Valid range Description IBSS adoption
QMFPolicy QMEF Policy As defined in The values from the QMF Do not adopt
element 8.4.2.122 Policy element if such an

element was present in the
Probe Response or Beacon
frame, else null.

6.3.7 Associate

6.3.7.3 MLME-ASSOCIATE.confirm
6.3.7.3.2 Semantics of the service primitive
Change the primitive parameter list as follows:
The primitive parameters are as follows:

MLME-ASSOCIATE.confirm(
ResultCode,
CapabilityInformation,
AssociationID,
SupportedRates,
EDCAParameterSet,
RCPLrequest,
RSNI.request,
RCPL.response,
RSNI.response,
RMEnabledCapabilities,
Content of FT Authentication elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,

20/40 BSS Coexistence,
Timeoutlnterval,
BSSMaxlIdlePeriod,
TIMBroadcastResponse,
QosMapSet,

QMFPolicy,

4 Copyright © 2012 IEEE. All rights reserved.
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VendorSpecificInfo

)

Insert the following new row before VendorSpecificlnfo in the parameter table:

Name Type Valid range Description
QMFPolicy QMF Policy As defined in The values from the QMF Policy element if such an
element 8.4.2.122 element was present in the Association Response

frame else null.

6.3.7.5 MLME-ASSOCIATE.response
6.3.7.5.2 Semantics of the service primitive
Change the primitive parameter list as follows:
The primitive parameters are as follows:

MLME-ASSOCIATE.response(

PeerSTAAddress,

ResultCode,

CapabilityInformation,
AssociationlD;
EDCA Parameter Set,

RCPI,
RSN,

RMEnabledCapabilities,

Content of FT Authentication Elements,
SupportedOperatingClasses,
DSERegisteredLocation,
HTCapabilities,

Extended Capabilities,

20/40 BSS Coexistence,
Timeoutlnterval,

BSSMaxlIdlePeriod,
TIMBroadcastResponse,

QoSMapSet,
QMFPolicy,

VendorSpecificInfo

)
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Insert the following new row before VendorSpecificlnfo in the parameter table:

Name Type Valid range Description
QMFPolicy QMF Policy As defined in Describes the QMF policy of the AP. This parame-
element 8.4.2.122 ter is present when dot1 1QMFActivated is true, and

is not present otherwise.

6.3.8 Reassociate

6.3.8.3 MLME-REASSOCIATE.confirm

6.3.8.3.2 Semantics of the service primitive

Change the primitive parameter list as follows:

The primitive parameters are as follows:

MLME-REASSOCIATE.confirm(

ResultCode,
CapabilityInformation,
AssociationID;
SupportedRates,
EDCARarameterSet,
REPLrequest,
RSNI.request,
RCPlL.response,
RSNIL.response,
RMEnabledCapabilities,
Content of FT Authentication Elements,
SupportedOperatingClasses,
HT Capabilities,
Extended Capabilities,
20/40 BSS Coexistence,
Timeoutlnterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
FMSResponse,
DMSResponse,
QoSMapSet,

QMFPolicy,
VendorSpecificlnfo

)
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Insert the following new row before VendorSpecificlnfo in the parameter table:

Name Type Valid range Description
QMFPolicy QMF Policy As defined in The values from the QMF Policy element if such an
element 8.4.2.122 element was present in the Reassociation Response

frame, else null.

6.3.8.5 MLME-REASSOCIATE.response

6.3.8.5.2 Semantics of the service primitive

Change the primitive parameter list as follows:

The primitive parameters are as follows:
MLME-REASSOCIATE.response(

Insert the following new row before VendorSpecificInfo in the parameter table:

PeerSTAAddress,
ResultCode,
CapabilityInformation,
AssociationlD,
EDCAParameterSet,

RCPI,
RSNI,

RMEnabledCapabilities,
Content of FT Authentication elements,
SuppertedOperatingClasses,
DSERegisteredLocation,
HT Capabilities,

Extended Capabilities,
20/40 BSS Coexistence,
TimeoutInterval,
BSSMaxIdlePeriod,
TIMBroadcastResponse,
FMSResponse,
DMSResponse,
QoSMapSet,

QMFPolicy,
VendorSpecificInfo

)

Name Type Valid range Description
QMFPolicy QMF Policy As defined in Describes the QMF policy of the AP. This parame-
element 8.4.2.122 ter is present when dot1 1QMFActivated is true, and

is not present otherwise.
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6.3.11 Start
6.3.11.2 MLME-START.request

6.3.11.2.2 Semantics of the service primitive

Change the primitive parameter list as follows:
The primitive parameters are as follows:

MLME-START.request(
SSID,
SSIDEncoding,
BSSType,
BeaconPeriod,
DTIMPeriod,
CF parameter set,
PHY parameter set,
IBSS parameter set,
ProbeDelay,
CapabilityInformation;
BSSBasicRateSet;
OperationalRafeSet,
Countyy,
IBSS DFS Recovery Interval,
EDCAParameterSet,
DSERegisteredLocation,
HT Capabilities,
HT Operation,
BSSMembershipSelectorSet,
BSSBasicMCSSet,
HTOperationalMCSSet,
Extended Capabilities,
20/40 BSS Coexistence,
Overlapping BSS Scan Parameters,
MultipleBSSID,
InterworkingInfo,
AdvertisementProtocollnfo,
RoamingConsortiumInfo,
Mesh ID,
Mesh Configuration,

QMFPolicy,
VendorSpecificInfo

)
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Insert the following new row before VendorSpecificlnfo in the parameter table:

Name Type Valid range Description
QMFPolicy QMF Policy As defined in This element is present when dotl 1QMFActivated
element 8.4.2.122 is true and BSSType = INFRASTRUCTURE or

MESH, and is not present otherwise, and is pro-
vided by the SME to signal to the MLME the QMF
policy to be used for this BSS.

Insert the following new subclauses:

6.3.83 QMF policy

6.3.83.1 Introduction

The following MLME primitives support the signaling of QMF policy.

6.3.83.2 MLME-QMFPOLICY.request

6.3.83.2.1 Function

This primitive requests the transmission of an unsolicitéd QMF Policy frame to a peer entity.
6.3.83.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMFPOLICY .request (

Peer STA Address,
QMFPolicy
)
Name Type Valid range Description
P&erSTA MAC Address Any valid individual The address of the peer MAC entity to which the
Address MAC Address QMF policy is sent.
QMFPolicy QMF Policy As defined in This parameter describes the QMF policy the peer
element 8.4.2.122 STA is required to use.

6.3.83.2.3 When generated

This primitive is generated by the SME to request that a QMF Policy frame be sent to a peer entity to com-
municate QMF policy information.

Copyright © 2012 IEEE. All rights reserved. 9
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6.3.83.2.4 Effect of receipt

On receipt of this primitive, the MLME constructs a QMF Policy frame. This frame is then scheduled for
transmission.

6.3.83.3 MLME-QMFPOLICY.indication

6.3.83.3.1 Function

This primitive indicates that an unsolicited QMF Policy frame has been received from a peer entity.
6.3.83.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMFPOLICY .indication (

Peer STA Address,
QMFPolicy
)
Name Type Valid range Description
Peer STA MAC Address Any valid individual The address of the peer MAC from which the QMF
Address MAC Address policy was received.
QMFPolicy QMF Policy As defined in This parameter describes the QMF policy the peer
element 8.4.2.122 STA is requiring to be used.

6.3.83.3.3 When generated

This primitive is generated by the MEME when a valid QMF Policy frame with dialog token equal to 0 is
received from a peer entity.

6.3.83.3.4 Effect of receipt

The SME is notified ef the receipt of a QMF policy.

6.3.83.4 MLME-QMFPOLICYCHANGE.request

6.3.83.4.1 Function

Fhis primitive supports the change of QMF Policy between peer STAs. The SME requests the transmission

of'a QMF Policy Change frame in order to request a change in the QMF policy the STA uses to transmit to
the peer STA.

6.3.83.4.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMFPOLICYCHANGE.request (
Peer STA Address,

10 Copyright © 2012 IEEE. All rights reserved.
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Dialog Token,
QMFPolicy
)
Name Type Valid range Description
Peer STA MAC Address Any valid individual The address of the peer MAC entity to which the
Address MAC Address QMF policy change request is sent.
Dialog Integer 1-255 The dialog token to identify the QMF policy
Token change transaction.
QMFPolicy QMF Policy As defined in This parameters describes the QMF policy the STA
element 8.4.2.122 is requesting to use.

6.3.83.4.3 When generated

This primitive is generated by the SME when a STA wishes to request a change of the QMF policy it uses to
transmit management frames to a peer entity.

6.3.83.4.4 Effect of receipt

On receipt of this primitive, the MLME constructs a QMF Policy Change frame containing the set of QMF
policy parameters. This frame is then scheduled for transngission.

6.3.83.5 MLME-QMFPOLICYCHANGE.confirm

6.3.83.5.1 Function

This primitive reports the results of a policy change attempt with a peer QMF STA.
6.3.83.5.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMEPOLICY CHANGE.confirm (

Peer STA Address,
Dialog Token,
Result Code
)
Name Type Valid range Description
Peer STA MAC Address Any valid individual The address of the peer MAC entity from which the
Address MAC Address QMF policy was received.
Dial Tt 1 255 Tha d:ol +al toad faf tha ONAD 1
Dislog Integer - The-diatog-tokento-identify-the QMEpeliey
Token change transaction.
Result Code | Enumeration SUCCESS, Reports the receipt of a QMF Policy frame and the
REJECT, result of the QMF policy change at the peer SME or
TIMEOUT if no matching response is received within
dot1 1QMFPolicyChangeTimeout TU.

Copyright © 2012 IEEE. All rights reserved.
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6.3.83.5.3 When generated

This primitive is generated by the MLME as a result of receipt of a QMF Policy frame with a dialog token
that matches the dialog token from the MLME-QMFPOLICYCHANGE.request.

6.3.83.5.4 Effect of receipt

The SME is notified of the results of the QMF policy change procedure.

6.3.83.6 MLME-QMFPOLICYCHANGE.indication

6.3.83.6.1 Function

This primitive indicates that a QMF Policy Change frame has been received from a peer entity’
6.3.83.6.2 Semantics of the service primitive

The primitive parameters are as follows:
MLME-QMFPOLICYCHANGE.indication (

Peer STA Address,
Dialog Token,
QMFPolicy
)
Name Type Valid range Description
Peer STA MAC Address Any valid indiyidual The address of the peer MAC entity from which the
Address MAC Address QMF policy change request was received.
Dialog Integer 1-255 The dialog token to identify the QMF policy
Token change transaction.
QMFPolicy QMF Policy As defined in This parameter describes the QMF policy the peer
element 8.4.2.122 STA is requesting to use.

6.3.83.6.3 When geherated

This primitiveyis generated by the MLME when a valid QMF Policy Change frame is received from a peer
entity.

6.3.83:6.4 Effect of receipt

On receipt of this primitive, the parameters of the QMF Policy Change frame are provided to the SME to be
processed.

6.3.83.7.1 Function
This primitive requests the transmission of a QMF Policy frame with no QMF Policy field to a peer entity, in

response to a received QMF Policy Change frame.

12 Copyright © 2012 IEEE. All rights reserved.
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6.3.83.7.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMFPOLICYCHANGE.response (

Peer STA Addlcbb,
Dialog Token,
Result Code

)

Name Type Valid range Description

Peer STA MAC Address Any valid individual The address of the peer MAC entity-to.which the
Address MAC Address QMF Policy frame is sent in response’to a QMF
policy change request.

Dialog Integer 1-255 The dialog token identifying the QMF policy

Token change transaction.

Result Code Enumeration SUCCESS, Reports the outcome,of the transaction.
REJECT

6.3.83.7.3 When generated

This primitive is generated by the SME to request that a*QMF Policy frame be transmitted to a peer entity to
convey the results of the QMF policy change procedure:

6.3.83.7.4 Effect of receipt

On receipt of this primitive, the MLME constructs a QMF Policy frame containing the set of QMF Policy
elements specified. This frame is then'scheduled for transmission.

6.3.83.8 MLME-QMFPOLICYSET.request

6.3.83.8.1 Function

This primitive direets the setting of a specific QMF policy in the local MLM.
6.3.83.8.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-QMFPOLICYSET.request (

Peer STA address,
OMEPolicy
RS J

)

6.3.83.8.3 When generated

This primitive is generated by the SME to set the MLME’s QMF policy for a peer STA.

Copyright © 2012 IEEE. All rights reserved. 13
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Name Type Valid range Description

Peer STA MAC Address Any valid individual The address of the peer STA for which the QMF
Address MAC address policy is to be used. If this parameter is null, the
QMF policy applies to all transmissions.

VIVIFPU‘UL_Y VIVIF PUilb_y Ab dCﬁllCd ill T‘llib pdl dITICLCT L‘lU‘sLIi‘UCb LilC VIVIF lJUilby LilU
element 8.4.2.122 MLME is directed to use for all QMFs transmitted
to the Peer STA Address.

6.3.83.8.4 Effect of receipt

On receipt of this primitive, the MLME uses the supplied set of QMF policy parameters in fututre transmis-
sions to the peer.

8. Frame formats

8.2 MAC frame formats

8.2.4 Frame fields

8.2.4.1 Frame Control field
8.2.4.1.4 To DS and From DS fields
Change the clause as follows:

The meaning of the combinations of values-for the To DS and From DS fields in data frames are shown in
Table 8-2.

Table 8-2—To/From DS combinations in data frames

To DS and Meani
From DS values caning

ToDS=0 A data frame direct from one STA to another STA within the same IBSS, a data frame direct

From DS =0 from one non-AP STA to another non-AP STA within the same BSS, or a data frame outside
the context of a BSS;-as-well-as-all-management-and-control-frames.

ToDSw= 1 A data frame destined for the DS or being sent by a STA associated with an AP to the Port

From DS =0 Access Entity in that AP.

ToDS=0 A data frame exiting the DS or being sent by the Port Access Entity in an AP, or a group

From DS =1 addressed Mesh Data frame with Mesh Control field present using the three-address MAC
header format.

ToDS=1 A data frame using the four-address MAC header format. This standard defines procedures for

From DS =1 using this combination of field values only in a mesh BSS.

14 Copyright © 2012 IEEE. All rights reserved.
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Insert the following new text at the end of the clause:

The meanings of the combinations of values of the management frame To DS and From DS fields are shown
in Table 8-2a.

I'able o-Za—I1o/From DS combinations in management frames

To DS and

From DS values Meaning

ToDS=0 All non-QMF management frames.
From DS =0

ToDS=1 All QMF management frames.
From DS =0

ToDS=0 This combination is reserved.
FromDS =1

ToDS=1 This combination is reserved.
From DS =1

In all control frames, To DS and From DS are both zero.
8.2.4.4 Sequence Control field
8.2.4.4.2 Sequence Number field

Change the clause as follows:

Each MSDU, A-MSDU, or MMPDU transmiitted by a STA is assigned a sequence number. See 9.3.2.10
(Duplicate detection and recovery). Seqguence numbers are not assigned to control frames, as the Sequence

Control field is not present in those frames.

The Sequence Number field in:data frames is a 12-bit field indicating the sequence number of anthe MSDU;
or A-MSDU. M — QT A i accionedn

The Sequence Number field in QMFs comprises the QMF Sequence Number subfield and the AC Index
(ACI) subfieldy The QMF Sequence Number subfield is a 10-bit subfield indicating the sequence number of
the frame.The ACI subfield is a 2-bit subfield indicating the ACI of the frame. The format of the Sequence
Number'field in QMFs is shown in Figure 8-3a.
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B4 B13B14 B15

QMF Sequence Number ACI

10 2

Figure 8-3a—Sequence Number field in QMFs

The value of the ACI subfield represents the ACI of the frame as defined in 8.4.2.31.

The Sequence Number field in management frames that are not QMFs is a 12-bit field indicating the

sequence number of the frame.

Each fragment of an MSDU or MMPDU contains a copy of the sequence numbet-dssigned to that MSDU or
MMPDU. The sequence number remains constant in all retransmissions ef-an MSDU, MMPDU, or frag-
ment thereof.

8.3 Format of individual frame types

8.3.3 Management frames

8.3.3.1 Format of management frames

Insert the following text before the last two paragraphs in 8.3.3.1:

A management frame is an IQMF when®oth
— The RA of the management\frame corresponds to an individual MAC address; and
— The To DS subfield is setto 1 and the From DS subfield of the Frame Control field is set to 0.

A management frame is a GQMF when both
— The RA of thé.management frame corresponds to a group MAC address; and
— The To DS subfield is set to 1 and the From DS subfield of the Frame Control field is set to 0.

8.3.3.2 Beacon frame format

Insert the following row in Table 8-20 before the “Vendor Specific” element:

Table 8-20—Beacon frame body

Order Information Notes

56 QMF Policy Indicates the QMF policy parameters of the transmitting STA. The QMF
Policy element is present when dot11QMFActivated is true, and is not
present otherwise. The QMF Policy element is never present in Beacon
frames in an IBSS.
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8.3.3.6 Association Response frame format

Insert the following row in Table 8-23 before the “Vendor Specific” element:

Table 8-23—Association Response frame body

Order Information Notes

22 QMF Policy The QMF Policy element is present if dot1 1QMFActivated is true and the
QMFActivated subfield is 1 in the Extended Capabilities element in the
Association Request that elicited this Association Response frame.

8.3.3.8 Reassociation Response frame format

Insert the following row in Table 8-25 before the “Vendor Specific” element:

Table 8-25—Reassociation Response frame body

Order Information Notes

26 QMF Policy The QMF Policy element is présent if dotl IQMFActivated is true and the
QMFActivated subfield is 1. in‘the Extended Capabilities element in the
Reassociation Request that elicited this Reassociation Response frame.

8.3.3.10 Probe Response frame format

Insert the following row in Table 8-27 before.the “Vendor Specific” element

Table*8-27—Probe Response frame body

Order Information Notes

55 QME Policy The QMF Policy element is present if dot1 IQMFActivated is true and the
QMFActivated subfield is 1 in the Extended Capabilities element in the
Probe Request that elicited this Probe Response frame.
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8.4 Management frame body components
8.4.2 Information elements

8.4.2.1 General

Insert a new item in Table 8-54, and update the Reserved items as appropriate:

Table 8-54—Element IDs

Element Element ID Length of .1nd1cated Extensible
element (in octets)
QMF Policy (see 8.4.2.122) 181 3 to 257
8.4.2.29 Extended Capabilities element
Insert two new items in Table 8-103, and update the reserved values as appropriate:
Table 8-103—Capabilities field
Bit Information Notes
49 QMFActivated This subfield is set to 1 if dotl 1QMFActivated is true. Other-

WisE, it is set to 0. See 10.25.

50 QMFReconfigurationActivated This subfield is set to 1 if

dot11QMFReconfigurationActivated is true. Otherwise, it is
set to 0. See 10.25.

Insert the following new subclause at the end of 8.4.2:
8.4.2.122 Quality-of-Service Management Frame Policy element

The Quality-of-Serviee Management Frame (QMF) Policy element defines a QMF access category mapping
(QACM) of management frames and is used to advertise and exchange QMF policy between STAs. The use
of the QMF Palicy element is given in 10.25. See Figure 8-401a.

Element ID Length QACM #1 QACM #N

Octets: 1 1 variable variable

Figure 8-401a—QMF Policy element format
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The value of the Element ID field is equal to the QMF Policy value in Table 8-54.

The Length field is a 1-octet field whose value is dependent on the number and size of the QACM fields
present in the element. The value of the Length field is between 1 and 255.

The QACM field specifies a group of management frames and their associated access categories. See Figure

8-401b and see 10.25.3.

QACM Header Action Frame Action Value Bitmap
Category (optional) (optional)

Octets: 2 Oor 1 Variable

Figure 8-401b—QACM field format

The format of the QACM Header subfield of the QACM field is defined in Figure 8-401c.

BO B1B2 B7B8 BO9B10 B11B12 B15
QACM Field Type QACM Field Length I {G| ACI Management
Frame Subtype
Bits: 2 6 1 1 2 4

Figure 8-401c—QACM Header subfield

The QACM Field Type subfield.is:2 bits in length and defines the structure of the QACM field. Its value is
0. Values 1, 2, and 3 are reseryed.

The QACM Field Length subfield is 6 bits in length and defines the length in octets of the QACM field
excluding the QACM Header subfield.

The Individually “‘Addressed subfield (I) is 1 bit in length. When the QACM applies to individually
addressed management frames, the value of the Individually Addressed subfield is 1. Otherwise, it is 0.

The«Group Addressed subfield (G) is 1 bit in length. When the QACM applies to group addressed manage-
mentframes, the value of the Group Addressed subfield is 1. Otherwise, it is 0.

The combination of I =0 and G = 0 is not allowed.

The ATT subfield 1s 2 bits in length. Each frame of type management that is listed in the QACM Header sub-
field is transmitted using the access category identified by the accompanying ACI subfield.

The Management Frame Subtype subfield is 4 bits in length. It indicates the subtype of management frames

that are sent using the access category indicated in the ACI subfield. The valid values for this subfield are
the subtypes in Table 8-1 that correspond to frames of type management.
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The Action Frame Category subfield is 1 octet in length and indicates the category of the Action frame, as
defined in 8.4.1.11, of Action frames that are sent using the access category indicated in the ACI subfield.
The Action Frame Category subfield is included only when the Management Frame Subtype subfield indi-
cates Action or Action No Ack subtype as specified in 10.25.3.

The Action Value Bitmap subfield is included when the QACM Policy is specified for a subset of Action

frame types in a Action Frame Category. The Action Value Bitmap subfield is of variable length and
indicates the action values, as defined in 8.5, for the corresponding Action frame category that are sent using
the access category indicated in the ACI subfield. The Action Value Bitmap subfield is included only when
the Management Frame Subtype subfield indicates Action or Action No Ack subtype and the QACM Field
Length subfield is greater than or equal to 2. Each bit in the Action Value Bitmap subfield is mapped to(the
corresponding action value. The Action Value Bitmap subfield is zero padded to complete any incofaplete
octet. When included, the size in octets of the Action Value Bitmap field is found by subtracting-[\ from the
value of the QACM Field Length subfield.

8.5 Action frame format details
8.5.8 Public Action details
8.5.8.1 Public Action frames

Insert two new items in Table 8-210 and update the reserved values as-appropriate:

Table 8-210—Public Action field values

Public Action field value Description
18 QMF Policy
19 QMF Policy Change

Insert the following new subclauses at the end of 8.5.8:
8.5.8.18 QMF Policy frame format

The QMF Policy frame uses the Action frame format and is transmitted by a requesting STA to a receiving
STA with the incloded QMF policy. It is either sent unsolicited by the requesting STA or in response to a
QMF Policy Change frame from a receiving STA. The format of the Action field of the QMF Policy frame
is shown in Figure 8-460a.

20 Copyright © 2012 IEEE. All rights reserved.
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Category Public Dialog Status QMF Policy
Action Token Code element
(optional)
Octets: 1 1 1 2 3-257

Figure 8-460a—QMF Policy frame Action field contents

The Category field is set to the value for public action defined in Table 8-38.
The Public Action field is set to indicate a QMF Policy frame, as defined in Table 8-210.

The Dialog Token field is set to the value in the corresponding QMF Policy Change frame. If the QMF Pol-
icy frame is not being transmitted in response to a QMF Policy Change franie; then the Dialog Token field is
set to zero.

The Status Code field is defined in 8.4.1.9.

The QMF Policy element is set as described in 8.4.2.122. It ‘indicates the new access categories configured
for management frame(s). This field is included if the Status’Code is 0 (“Successful”) and this frame is not
being transmitted in response to a QMF Policy Change-frame, and optionally included if the Status Code is
37 (The request has been declined).

8.5.8.19 QMF Policy Change frame format
The QMF Policy Change frame uses the, Action frame format and is transmitted by a requesting STA to

request a change to the QMF policy»itunost recently received from the destination STA. The format of the
Action field of the QMF Policy Change frame is shown in Figure 8§-460b.

Category Public Dialog QMF
Action Token Policy
element
Octets: 1 1 1 3-257

Figure 8-460b—QMF Policy Change Action field contents

I'he Category field 1s set to the value tor public action detined 1n Table 8-38.
The Public Action field is set to indicate a QMF Policy Change frame, as defined in Table 8-210.
The Dialog Token field is set to a nonzero value chosen by the STA sending the QMF Policy Change frame

to identify the transaction.
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The QMF Policy element is set as described in 8.4.2.122. It indicates the new access categories requested for
management frame(s).

8.5.11 Protected Dual of Public Action frames

Insert two new items at the end of Table 8-228 and update the reserved values as appropriate:

Table 8-228—Public Action field values defined for Protected Dual of Public Action frames

Public Action field value Description Defined in
18 Protected QMF Policy 8.5.8.18
19 Protected QMF Policy Change 8.5.8.19

9. MAC sublayer functional description

9.2 MAC architecture
9.2.4 Hybrid coordination function (HCF)
9.2.4.2 HCF contention-based channel access (EDCA)

Change the second-to-last paragraph of 9.2.4.2 as follows:

If dotl 1QMFActivated is false or not present.fon a QoS STA, aA QoS STA should send individually
addressed Management frames that are addresséd to a non-QoS STA using the access category AC_BE and
shall send all other management frames using the access category AC_VO, whether or not it is associated
with a BSS or there is a QoS facility in-the BSS. If dotl1QMFActivated is false or not present for a QoS
STA, aA QoS STA that does not send‘individually addressed Management frames that are addressed to a
non-QoS STA using the access category AC_BE shall send them using the access category AC_VO. Man-
agement frames are exempted fr‘om any and all restrictions on transmissions arising from admission control
procedures. AQe e i e

I o Nnd rnanaganian ma N ha a acgapz A

available-in-that BSS: df\dotl IQMFActivated is true for a STA, the STA shall send management frames as
described in 10.25.BlockAckReq and BlockAck frames shall be sent using the same access category as the
corresponding QoS data frames. PS-Poll frames shall be sent using the access category AC_BE (to reduce
the likelihood. \0f collision following a Beacon frame) and are exempted from any and all restrictions on
transmissions arising from admission control procedures. When the first frame in a frame exchange
sequence-is an RTS or CTS frame, the RTS or CTS frame shall be transmitted using the access category of
the~cotresponding QoS Data/QoS Null frame(s) or AC_VO for management frames. Control Wrapper
frames shall be sent using the access category that would apply to the carried control frame.

9.3 DCF

9.3.2 Procedures common to the DCF and EDCAF
9.3.2.10 Duplicate detection and recovery

Change 9.3.2.10 as follows:
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Because MAC-level acknowledgments and retransmissions are incorporated into the protocol, there is the
possibility that a frame may be received more than once. The procedures defined in this subclause attempt to
filter out these duplicates. Additional duplicate filtering is performed during Receive Buffer Operation for
frames that are part of a Block Ack agreement as described in 9.21.4 and 9.21.7.

Duplicate frame filtering is facilitated through the inclusion of a Sequence Control field (consisting of a

sequence number and fragment number) within data and management frames as-wel-as, a TID subfield in
the QoS Control field within QoS data frames, and an ACI subfield in the Sequence Number field within
QMFs. MPDUs that are part of the same MSDU or A-MSDU shall have the same sequence number, and dif-
ferent MSDUs or A-MSDUs have (with a high probability) a different sequence number.

A non-QoS STA shall assign sequence numbers to management frames and data frames (QoS subfield\of the
Subtype field is equal to 0) from a single modulo-4096 counter, starting at 0 and incrementing by~ for each
MSDU or MMPDU. A QoS STA operating as a non-QoS STA because it is in a non-QoS BSS or
non-QoS IBSS shall assign sequence numbers to management frames and data frames (QadS subfield of the
Subtype field is equal to 0) from a single modulo-4096 counter, starting at 0 and incrementing by 1, for each
MSDU or MMPDU. A transmitting STA should cache the last used sequence number, per RA for frames that
are assigned sequence numbers from this counter and should ensure that the succeSsively assigned sequence
numbers for frames transmitted to a single RA do not have the same value by incfementing the counter by 2,
if incrementing by 1 would have produced the same sequence number as isfound in the cache for that RA.

A STA operating as a QoS STA shall maintain one modulo-4096 countet per <Address 1, TID> tuple, for
individually addressed QoS Data frames. Sequence numbers for thése)frames are assigned using the counter
identified by the Address 1 field and the TID subfield of the QoS €entrol field of the frame, and that counter
is incremented by 1 for each MSDU or A-MSDU corresponding to that <Address 1, TID> tuple. Sequence
numbers for management frames, QoS data frames with a, gfoup address in the Address 1 field, and all non-
QoS data frames transmitted by QoS STAs with dotl LOQMFActivated false or not present shall be assigned
using an additional single modulo-4096 counter, starting at 0 and incrementing by 1 for each such MSDU,
A-MSDU or MMPDU, except that a QoS STA fnay use values from additional modulo-4096 counters per
<Address 1, TID> for sequence numbers assigned to time priority management frames. A transmitting STA
should cache the last used sequence number pet RA for frames that are assigned sequence numbers from this
counter and should ensure that the successively assigned sequence numbers for frames transmitted to a
single RA do not have the same valu€ by incrementing the counter by 2, if incrementing by 1 would have
produced the same sequence numbgr as is found in the cache for that RA.

When transmitted by a QME STA, the STA shall assign sequence numbers for the frames listed below using
a modulo-4096 counter, starting at 0 and incrementing by 1 for each such MSDU or MMPDU:

— Management ffames that are not QMFs

— Group addressed QoS data frames
— All nen~QoS data frames

and shall.assign the sequence number for QMFs from one modulo-1024 counter per <Address 1, AC> tuple
starting'at 0 and incrementing by 1 for each MMPDU carried in one or more QMFs with Address 1 and ACI
fields matching the <Address 1, AC> tuple values corresponding to that counter.

Sequence numbers for QoS (+)Null frames may be set to any value.

A recerving STA shall keep a cache of recently received <Address 2, sequence-number, fragment-number>
tuples from frames that are not QoS Data frames. The receiving STA shall keep at least the most recent
cache entry per <Address 2> value in this cache. FheA receiving QoS STA shall also keep a cache of
recently received <Address 2, TID, sequence-number, fragment-number> tuples from QoS Data frames
from all STAs from which it has received QoS data frames. The receiving QoS STA shall keep at least the
most recent cache entry per <Address 2, TID> pair in this cache. The receiving STA should maintain two

Copyright © 2012 IEEE. All rights reserved. 23


https://iecnorm.com/api/?name=ac15e278033f608724f2ae754baf969b

ISO/IEC/IEEE 8802-11:2012/Amd.1:2014(E)
IEEE Std 802.11ae-2012 AMENDMENT 1: PRIORITIZATION OF MANAGEMENT FRAMES

additional caches, one containing entries of recently received <Address 2, sequence-number, fragment-num-
ber> tuples from received management frames that are not time priority management frames and the other
containing entries of recently received <Address 2, sequence-number, fragment-number> tuples from
received time priority management frames. The receiving STA should not include the entries in these two
additional caches in any other caches. In each of these two caches, the receiving STA should keep at least
the most recent cache entry per <Address 2> value. A receiving STA with dotl 1QMFActivated false or not

present should omit tuples obtained from group addressed or ATIM frames from all caches.

A receiving QMF STA shall also keep a cache of recently received <Address 2, AC, sequence-number, frag-
ment-number> tuples from QMFs for all STAs from which the QoS STA has received QMFs. A receiving

QMF STA is required to keep only the most recent cache entry per <Address 2, AC, sequence-number, frag-

ment-number> for QMFs. A receiving QMF STA shall omit from the caches all tuples obtained from'group

addressed data frames and tuples obtained from ATIM frames.

A receiving STA shall reject as a duplicate frame any frame that is not a QoS Data frame in which the Retry
bit in the Frame Control field is 1 and that matches an <Address 2, sequence-number, fragment-number>
tuple of an entry in the cache that contains tuples of that format, unless the frame is amanagement frame and
the STA is maintaining separate caches for <Address 2, sequence-number, fragment-number> tuples from
received management frames. A receiving QoS STA shall also reject as a daplicate frame any QoS Data
frame in which the Retry bit in the Frame Control field is 1 and that matche§an <Address 2, TID, sequence-
number, fragment number> tuple of an entry in the cache that containgtuples of that format. A STA that is
maintaining separate caches for <Address 2, sequence-number, fragment-number> tuples from received
management frames shall reject as a duplicate frame any management frame that is not a time priority man-
agement frame in which the Retry bit in the Frame Control fi¢ld is 1 and that matches an <Address 2,
sequence-number, fragment-number> tuple of an entry in the management cache that contains tuples from
frames that are not time priority management frames.“\A-STA that is maintaining separate caches for
<Address 2, sequence-number, fragment- number> tupl€s from received management frames shall reject as
a duplicate frame any time priority management fraime in which the Retry bit in the Frame Control field is 1
and that matches an <Address 2, sequence-number, fragment-number> tuple of an entry in the cache that
contains tuples from time priority management frames. A receiving QoS STA shall also reject as a duplicate
frame any QMF in which the Retry bit in ¢h¢,Frame Control field is 1 and that matches an <Address 2, AC,
sequence-number, fragment number> tuple of an entry in the cache of tuples obtained from QMFs.

There is a small possibility that atframe may be improperly rejected due to such a match; however, this
occurrence would be rare and simply results in a lost frame (similar to an FCS error in other LAN protocols).

NOTE—The receiver STA_peérforms the ACK and (for an AP) PS procedures on all successfully received frames
requiring acknowledgment, ‘even if the frame is discarded due to duplicate filtering.

10. MLME

10:23'Wireless network management procedures

10.23.14 Channel usage procedures

( hangg the 6th pamgzaph nf 10.23. 14 ncfnllnwc-

Upon receipt of a Channel Usage element in the Probe Response or Channel Usage Response frame, the
receiving STA may use the following:

— The channel usage information as part of channel selection processing to start a non-infrastructure
network or an off-channel TDLS direct link
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— The Power Constraint element, if present, as part of determining its maximum transmit power for
transmissions for the non-infrastructure network or an off-channel TDLS direct link

— The EDCA Parameter Set element, if present, as part of determining its EDCA parameters for
transmissions for the non-infrastructure network or an off-channel TDLS direct link

— The QMF Policy element, if present and dotl IQMFActivated is true, as part of determining its
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off-channel TDLS direct link

Insert the following new subclauses at the end of Clause 10:

10.25 Quality-of-service management frame (QMF)
10.25.1 General
10.25.1.1 Overview

A QMF STA shall set dotl IQMFActivated and dotl 1QosOptionImplemented to frue” The QMF STA shall
assign an access category to each management frame according to the access category assignments indicated
in the QMF policy that has been configured using the configuration procedures described in 10.25.2.

A QMF STA shall set the QMFActivated subfield in the Extended Capabilities element to 1.

A management frame shall be transmitted as an IQMF when allfive of the following conditions are met:
— The RA of the management frame corresponds to an individual MAC address.
— The frame is transmitted by a QMF STA.

— The transmitting STA has previously recetyed’an Extended Capabilities element from the STA
corresponding to the RA of the frame beig\fransmitted.

— The most recently received such Extendéd Capabilities element indicated that the STA is a QoS STA
and has the value of 1 in the QMFActivated subfield.

— The frame is not a time priority mfianagement frame.

A QMF AP shall transmit a management frame as a GQMF when all three of the following conditions are
met:

— The RA of the management frame corresponds to a group MAC address.

— The transmittingtSTA has received an Extended Capabilities element that has the QMFActivated
subfield equalito 1 from every member of the BSS corresponding to the BSSID of the management
frame.

— The frame is not a time priority management frame.

A non-AP" QMF STA shall transmit a management frame as a GQMF when all three of the following
congditions are met:

+— The RA of the management frame corresponds to a group MAC address.

— The transmitting STA has received an Extended Capabilities element that has the QMFActivated
subfield equal to 1 from its associated AP.

— 1he Irame 1s not a time priority management irame.

NOTE—This standard assumes all APs within an ESS are configured consistently for QMF service when GQMF has
been enabled for use by associated non-AP STAs.

When the QMFActivated subfield is zero in the most recently received Extended Capabilities element from
a destination STA, or when an Extended Capabilities element has not been received from a destination STA,
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a transmitting QMF STA shall transmit individually addressed management frames to that destination STA
using access category AC_VO.

If the QMF Activated subfield in the most recently received Extended Capabilities element from a destina-
tion QMF STA is equal to one, but no QMF Policy element has been received from the destination QMF
STA, and, if associated, no QMF Policy element has been received from the QMF AP with which the STA is

associated, then a QMF STA shall transmit all IQMFs to the destination QMF STA using the default QMF
policy access categories defined in Table 10-12. Otherwise, the QMF STA shall transmit individually
addressed management frames as defined in the QMF policy included in the QMF Policy element accepted
from the destination QMF STA. In either case, the transmitted management frames are IQMFs, and the
transmitting QMF STA shall indicate the access category used to transmit the frame in the ACI subfield)of
the sequence number field.

A QMF STA in an unassociated state shall transmit all group-addresses management frames.as.non-QMF.
An associated QMF STA shall follow the QMF policy dictated by its associated AP for transmitting GQMFs
as described in 10.25.2. The specific access category assignments of different management' frames within a
non-default QMF policy are beyond the scope of this document. The transmitting QMF STA shall indicate
the access category used to transmit GQMFs in the ACI subfield of the sequence number field.

Time-priority management frames, when not sent as an immediate respénse, shall be transmitted using
AC VO.

10.25.1.2 Default QMF policy

The default QMF policy is as defined in Table 10-12. It defines the access category of each management
frame based on management subtype value, category value; and action value. QMFs not included in this
table shall be assigned an access category AC BE.

Table 10-12-—Default QMF policy

ManagementErame Category value QMF access
Description Subtype value from gory Action class
from Table 8-38 category
Table 8-1

(Re)Association Request/ 0000-0011 N/A N/A AC VO
Response
Probe Request (individu- 0100 N/A N/A AC VO
ally addressed
Probe Request (group 0100 N/A N/A AC BE
addressed)
Probe Response 0101 N/A N/A AC BE
Tinding*Advertisement 0110 N/A N/A AC BE
Beacon, ATIM, Disassoci- 1000-1100 N/A N/A AC VO
ation, Authentication,
Deauthentication
Spectrum management 1101 0 0-3 AC BE
Spectrum management— 1101 0 4 AC VO
channel switch
announcement
QoS 1101 1 0-3 AC VO
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Table 10-12—Default QMF policy (continued)

Management Frame Category value QMF access
Description Subtype value from gory Action class
from Table 8-38 category
Table 8-1

DLYS 1101 2 0-2 AC_BE
Block Ack 1101 3 0-2 AC VO
Public 1101 4 0,1,3,5-6,89 AC BE
Public—DSE deenable- 1101 4 2,4 AC VO
ment, extended channel
switch announcement
Public—measurement 1101 4 7 AC VO
pilot
Public—TDLS 1101 4 14 AC VO
Discovery Response
Radio measurement 1101 5 0-5 AC BE
Fast BSS Transition 1101 6 04 AC VO
HT 1101 7 0-3 AC VO
HT 1101, 1110 7 4-7 AC VO
SA Query 1101 8 0-1 AC VO
Protected Dual of Public 1101 9 1-2, 5-6,8-9 AC BE
Action
Protected Dual of Public 1101 9 4 AC VO
Action—extended channel
switch announcement
WNM 1101 10 0-24 AC BE
Unprotected WNM 1101 11 0-1 AC BE
Mesh Action—HWMP 1101 13 1 AC VO
Mesh Path Selection
Mesh Action— 1011 13 3 AC VO
Congestion Control
Mesh Action 1101 13 0,2,4-10 AC BE
Multihop Actidn 1101 14 0-1 AC BE
Self Protected 1101 15 0-5 AC VI
Reserved (used by WFA) 1101 17 All AC BE
Vendor-specific Protected 1101 126 N/A AC BE
Vendor-specific 1101 127 N/A AC BE
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10.25.2 QMF policy advertisement and configuration procedures
10.25.2.1 Overview

QMF policies are exchanged and implemented between two QMF STAs. QMF policy is communicated
through the OMF Policy element as described in 8.4.2.122.

A non-AP QMF STA operating in a BSS shall not transmit a QMF Policy frame to an AP.

The access category for a QMF that is transmitted by a non-AP QMF STA to a peer QMF STA shall be
determined from the QMF policy received from the peer if a QMF policy has been received from thepeer.
Otherwise, the default policy shall be used. The access category for a QMF that is transmitted by a QMF AP
is determined from the QMF policy configured at that AP.

In a BSS or MBSS, the access category for any management frame may be reconfigureds For example,
vendor-specific and vendor-specific protected management frames might be reconfiguied to suit the vendor
application requirements.

10.25.2.2 QMF policy change in an infrastructure BSS or in an MBSS

A QMF Policy Change frame is transmitted by a QMF STA to requesté@ change to the QMF policy that the
requesting QMF STA will use for transmitting management framegto, the peer QMF STA in an infrastruc-
ture BSS or in an MBSS.

A STA may transmit a QMF Policy Change frame to request-a change in the QMF policy for transmitting to
a peer STA. A non-AP QMF STA that receives a QMF Policy Change frame may either accept or reject the
request. An associated non-AP QMF STA may transmit a QMF Policy Change to the QMF AP in its BSS
only if the most recently received Extended Capabilities element from the AP has its QMFReconfiguration-
Activated subfield equal to 1. If the AP rejects the request, the associated QMF STA shall not request the
same policy reconfiguration from the AP within the lifetime of its association.

An AP shall respond to a QMF Policy~€hange frame received from an associated STA by transmitting a
QMF Policy frame. If the QMFReconfigurationActivated subfield is zero in the Extended Capabilities
element in the Beacon frame, an(AP that receives a QMF Policy Change frame from an associated STA shall
respond with a QMF Policy~frame, with Status Code set to 37 (The request has been declined). If the
QMFReconfigurationActivated subfield is 1 in the Extended Capabilities element in the Beacon frame, an
AP that receives a QMF-Policy Change frame from an associated STA shall evaluate the QMF Policy
included in the frame)and shall respond to the request with the resulting QMF Policy element and Status
Code set to 0 (Successful) if it accepts the policy change, or 37 (The request has been declined) if it rejects
the policy change. A QMF AP may transmit a QMF Policy frame with Status Code set to 0 (Successful) to
an associated QMF STA without having first received a QMF Policy Change frame from that STA.

If afivaccept status is received in a QMF Policy frame within dotl 1QMFPolicyChangeTimeout of having
transmitted a QMF Policy Change frame with the same dialog token to the STA that transmitted the QMF
Policy frame, then the requesting QMF STA shall transmit any subsequently queued management frames to
the peer QMF STA in accordance with the changes to the QMF policy that were indicated in the QMF Pol-
icy Change frame.

If a reject status is received in a QMF Policy frame within dotl 1QMFPolicyChangeTimeout of having
transmitted a QMF Policy Change frame with the same dialog token to the STA that transmitted the QMF
Policy frame as a response to a QMF Policy Change frame, then the configuration change request is rejected
and the requesting QMF STA shall continue to transmit Management frames to the peer QMF STA in
accordance with the previously configured QMF policy. The requesting QMF STA shall not transmit a QMF
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