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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that
are members of ISO or IEC participate in the development of International Standards through
technical committees established by the respective organization to deal with particular fields of
technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other
international organizations, governmental and non-governmental, in liaison with ISO and IEC, also
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Introduction

This document provides guidance on scope definition and applicability of ISO/IEC 20000-1. This
document does not add any requirements to those stated in ISO/IEC 20000-1.

Organizations, of any size, type, or area of operations, can provide a range of services to different types
of customers, internal and external, and rely on complex service supply chains.

NOTE The term “service supply chain”, as used in this document, refers to the way services are coordinated
across internal and external suppliers. It is not intended to limit the applicability of this document to any specific
sector or industry.

The pperation of a service management system (SMS) may involve many partiesdfacross legal
jurisdictions, national boundaries and time zones. The SMS should include the appropriate controls to
facilifate the coordination of all parties participating in the service lifecycle.

This locument takes the form of examples, guidance and recommendations. {t\should not pe quoted as
if it were a specification of requirements.

© ISO/IEC 2019 - All rights reserved v
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organization has experience of defining the scope of other managementsystems.

The g
asseg

Anne

uidance in this document can assist an organization in planhing and preparing for
sment against ISO/IEC 20000-1.

x A contains examples of possible scope statements for-an SMS. The examples given u

scend
This
well
1SO/I1

Requ

rios for organizations ranging from very simple t¢ complex service supply chains.

document can be used by personnel responsible for planning the implementation o
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nts) applies.

bocabulary

[SO and IEC maintain terminological databases for use in standardization at the following addresses:

IEC Electropedia: available at http://www.electropedia.org/

ISO Online browsing platform: available at http://www.iso.org/obp

4 Fulfilling the requirements specified in ISO/IEC 20000-1

4.1

Structure of the SMS

Figure 1 illustrates an SMS showing the clause content of ISO/IEC 20000-1. It does not represent

a structural hierarchy, sequence, or authority levels.

© ISO/IEC 2019 - All rights reserved
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ISO/IEC 20000-1:2018, Clause 8, Operation of the SMS, have been split into subclauses to reflect the
service lifecycle. The subclauses are commonly referred to as the service management processes. The
service management processes and the relationships between the processes can be implemented in
different ways by organizations. The relationships between each organization and its customers, users
and other interested parties influence how the service management processes are implemented.

Customers SERVICE MANAGEMENT SYSTEM (SMS)
(Internal & CONTEXT OF THE ORGANIZATION
External) « Organization and its Context e Interested Parties * Scope of the SMS  Establish the SMS
LEADERSHIP
* Leadership & Commitment  « Policy  * Roles, Responsibilities and Authorities
PLANNING C
* Risks and Opportunities ~ * Objectives  * Plan the SMS
SUPPORT OF THE SMS
SERVICE * Resources  Competence * Awareness ® Communication * Documented Information * Knowledge
REQUIREMENTS —
OPERATION OF THE SMS
OPERATIONAL PLANNING & CONTROL ~ RELATIONSHIP & AGREEMENT SERVICE DESIGN}BUILD & TRANSITION
* Business Relationship * Change-Management
SERVICE PORTFOLIO Management « Seryice.Désign and Transition
g ﬁlemtcr? D;hvgry * Service Level Management * Releése & Deployment Management
© Flan the Services « Supplier Management
* Control of Parties involved in the PP o '?fsq;UTm AND FULF”EMENT
SERVICES Service Lifecycle A Snm en R anag?n'w\/len i
« Service Catalogue Management : Perg:ce N?ques anagemen
* Asset Management SUPPLY & DEMAND roblem Management
» Configuration Management * Budgeting & Accoufiting SERVICE ASSURANCE
for Services * Service Availability Management
* Demand Managenient « Service Continuity Management
* Capacity Management * Information Security Management
PERFORMANCE EVALUATION IMPROVEMENT
* Monitoring, Measurement, Analysis & Evaluation « Nonconformity and Corrective Action
* Internal Audit « Continual Improvement
» Management Review
* Service Reporting
Figure 1 =~+Service management system
The structulre of clauses in ISO/IEC 20000-1 is intended to provide a coherent presentatipn of

requirements, rather than a model for documenting an organization’s policies, objectives and proce¢sses.
Process nanpes can be different from those used in ISO/IEC 20000-1 provided all the requirerments
are fulfilled) Processes can be combined or split in different ways from the clause structure listed in
ISO/IEC 200p0-1.

There is no [requirentént for the terms used by an organization to be replaced by the terms uged in
this document, Organizations can choose to use terms that suit their operations. For example, chhange
management ahd release and deployment management can be combined as one process.

Mapping an organization’s process names against the requirements in ISO/IEC 20000-1 can assist an
auditor in understanding how those requirements are fulfilled. An SMS as designed by an organization
claiming conformity with ISO/IEC 20000-1, cannot exclude any of the requirements specified in
ISO/IEC 20000-1.

4.2 Demonstrating conformity

An organization can only claim conformity by fulfilling all requirements specified in ISO/IEC 20000-1.
Conformity to the requirements specified in ISO/IEC 20000-1 can be demonstrated by an organization
showing evidence of:

a) fulfilling the requirements itself;

2 © ISO/IEC 2019 - All rights reserved
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b)

Some or all of the requirements of ISO/IEC 20000-1:2018, Clauses 6 to 10, can be fulfilled by other
parties, provided the organization can demonstrate controls for those other parties. For example, other
parties can be used to conduct internal audits.

controls for other parties that are involved in performing activities to support the SMS.

ISO/IEC 20000-1:2018, Clauses 4 to 5 should be fulfilled by the organization itself. However, another
party can act on behalf of the organization, e.g. in preparation of the service management plan.

As another example, an organization can demonstrate evidence of controls for the processes operated
by other parties or services that are outsourced. It is important that the organization understand which

activ

ties are to be performed by other parties to support the SMS.

4.3
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5.1

5.1.1

Authorities and responsibilities across the service supply chain

mportant that the organization has clearly defined authorities and responsibilities f
service supply chain.

rganization should retain operational control of, and accountabilityfor'the services in
s described in ISO/IEC 20000-1:2018, 5.1, but can use other parties to’support these r¢

rganization is required to demonstrate that top managementfulfils the requireme
/IEC 20000-1:2018, Clause 5. The organization should demonstrate that the services
ment of the service management objectives.

mportant that the organization ensures that there is\clarity regarding authority and r
rvices and service components, and processes ot parts of processes, provided or op
es. This includes defining in contracts or documented agreements, the responsibilities
Ce requirements.

rganization should:

lentify and document all servicesservice components, processes or parts of prog
cope of the SMS, including those that are provided by other parties;

lentify which parties operaté-what services, service components, processes or parts

emonstrate controls for.the other parties identified in a) and b) (see ISO/IEC 20000-1

\pplicability,ofISO/IEC 20000-1
Principles-of applicability

Applicability

Allr

r all parties

scope of the
quirements.

hts specified
support the

psponsibility
erated by all
for fulfilling

esses in the

bf processes;

2018, 8.2.3).
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ganizations,

regardless of the organization’s type or size, or the nature of the services delivered. ISO/IEC 20000-1
has its roots in IT and is intended for service management of services using technology and digital
information. The examples given in this document illustrate a variety of uses of ISO/IEC 20000-1.

1SO/I

5.1.2

EC 20000-1:2018, 1.2 describes the application of the standard.

Organization

The organization in scope of the SMS needs to be correctly identified.

An ISO/IEC 20000-1 certificate would normally be issued to a single legal entity, rather than a group of
different unrelated legal entities. See also 6.2.4 of this document.

© ISO/IEC 2019 - All rights reserved
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5.1.3 Commercial status

Services can be delivered on either a commercial or non-commercial basis. The financial basis of service
delivery is irrelevant to the applicability of ISO/IEC 20000-1 or the scope of the SMS.

The organization does not need to own the assets used to deliver the services.

5.1.4 Scope

The scope definition should state what has been included within the scope. If required, to aid clarity, it
can also be useful to state what is outside the scope.

bst. It
cope.

The scope o
therefore ne

f the SMS should be visible to staff, customers and prospective customers on requ
bds to be unambiguous giving a clear indication of the services and the organizatien in s

5.1.5 Reqpirements

f the
bd by
ever,
orted

The organization should fulfil all requirements specified in ISO/IEC 20000-1 fop the scope d
SMS. Some ¢r all of the requirements of ISO/IEC 20000-1:2018, Clauses 6 to‘10; can be fulfill
other partiep provided the organization can demonstrate controls for thosé other parties. Hoy
ISO/IEC 20000-1:2018, Clauses 4 and 5 should be fulfilled by the organizationdtself but can be supp
by other parties.

5.1.6 Authorities and responsibilities

The organiz

ntion should be aware of the importance of clarity.about authorities and responsibilit

the organizaltion itself and other parties involved in the service lifecycle. The organization should

accountabili
other partie
their involve

5.2 Partic

52.1 Typ

Ly for all requirements in ISO/IEC 20000-1 butycan use other parties to support this.
5 are involved, control should be demonstrated of the performance and effectivene
ment according to ISO/IEC 20000-1:2018,'8.2.3.

s involved in an SMS

s of suppliers

Organizations can use any type of combination of suppliers to support an SMS based on ISO/IEC 20

The organiz
or by involv

ition can fulfil allrequirements specified in ISO/IEC 20000-1:2018, Clauses 6 to 10 di1

processes can be:

ies of
etain
Vhere
bss of

00-1.

rectly

ng other parties;-Other parties who provide or operate services, service componeits or

a) internal|suppliers;
b) external suppliers;
C) customersactingas-supphers:

An internal supplier may have the same governing body as the organization in the scope of the SMS but
is external to the scope of the SMS, e.g. human resources or procurement. An internal supplier should
have a documented agreement with the organization in the scope of the SMS, specifying the internal
supplier's contribution to the SMS and services.

An external supplier is an organization or part of an organization that is external to the organization
within the scope of the SMS. If the organization in the scope of the SMS is part of a larger organization,
the external supplier is external to the larger organization. An external supplier can enter into a contract
with the organization to contribute to the planning, design, transition, delivery and improvement
of services. Because the organization can have contracts with lead suppliers but not sub-contracted
suppliers, lead suppliers should manage sub-contracted suppliers that are relevant to the SMS.
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A customer can contribute to the operation of the SMS and the delivery of services, as well as receiving
services. For example, a customer can manage a service desk and operate part of the incident
management process. The contribution made by the customer when acting as a supplier should be under
the terms of a documented agreement between the organization and the customer. This agreement
should clearly identify the customer’s role as a supplier and be distinct from any agreement between
the organization and the customer for the provision of services. The agreement related to the supply
of services can depend on the agreement as a customer. For example, a customer can provide a service
desk as a supplier but specify in an agreement that they would cease to provide the service desk if they
were not also a customer.

Where any customer acts as a suppher there should be two agreements with the customer. The first
agree The second
agred acting as a

suppl
A risl

lllCllL bllUUlu bl)cbll_y LllC SCI VILCD LU UC uCllVCl CU lUl d LubLUlllCl lCLClVlllg SCI VILCLDJ
ment should specify the organization’s conditions and controls for the customer
ier.

the c
activ
other
pract

The g
scop4
the o

5.2.2

Opportunities for improvement can be identified by the organization or by other p4

t with an external customer acting as a supplier is that the service provided can be ¢
Istomer agreement, e.g. if the customer agreement is terminated, the agréement to
ties of the customer acting as a supplier may also be terminated. If the.activities sup
customers or interested parties, this can lead to the SMS no longér| being conforma
ice for transitional agreements to be included in the supplier agreement in case this sh

rganization should apply controls for all processes, servicesyand service component
of the SMS, even when other parties are involved. This is.described in 5.3 of this docu
rganization can demonstrate controls for all parties, théy cannot demonstrate confor

Improvements to the SMS and services

pntingent on
provide the
plied impact
nt. It is good
puld happen.

s within the
ment. Unless
mity.

rties. These

oppoftunities are evaluated and managed as specified in ISO/IEC 20000-1:2018, 10.2.

EXAMPLE1 The organization requests another party to make performance improvements tp achieve the
agree[ service objectives.

EXAMPLE 2  The other party identifies process improvements which will increase efficien¢y. These are
discugsed and agreed with the organijzation.

5.2.3| Evaluation and selection of other parties

ISO/IEC 20000-1:2018,-8:2:3.1 specifies that the organization determines and applies criteria for the

evalu

capabilities and criteria for evaluation and selection of other parties. Examples of criteria

stabi

required timeésgale.

For a
for th

ation and selection of other parties involved in the service lifecycle. There may be s

ity, previpus experience of undertaking the same type of work, cost and ability to

coniplete determination of the evaluation criteria, it is necessary to have established
esSMS and plan services, service components or processes to be assigned to each othg

ome generic
are financial
start in the

h clear scope
r party.

It may be necessary to coordinate criteria and selection of other parties with procurement or contract
teams in the organization.

5.3

Control of other parties

5.3.1 Processes, services and service components provided or operated by other parties

Where the organization uses other parties to perform activities to support the SMS or the delivery of
services within the scope of the SMS, the organization should define and apply the necessary controls
and measurements to ensure the appropriate outcomes as defined by top management are met.

The organization should identify processes or parts of processes, services and service components
operated or provided by other parties. The organization should ensure that contracts or documented

© ISO/IEC 2019 - All rights reserved 5
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agreements include controls that are applied for management of all parties and apply supplier
management according to ISO/IEC 20000-1:2018, 8.3.4. The importance of these controls is specified in
ISO/IEC 20000-1:2018, 8.2.3.

5.3.2 Accountability

The organization is accountable for fulfilling the requirements specified in ISO/IEC 20000-1 for all
services in scope of the SMS. This should include the accountability for measurement and evaluation of
both process performance, and effectiveness of services and service components provided or operated

by other parties.

For examplg
service. The
the incident,

The organiz
information

The organiz
implementat
involved in t

5.3.3 Inte

The organiz
a)
b) theorg

the org

This should

the organization and all relevant parties.

The organiz
or operated
between the
such that al
supporting s
be the resp
requirement

“Service int¢
to-end servi
term used f(¢
integration
suppliers. TH

:Inization and its customers;

4

organization in scope of the SMS retains accountability to the customer for reselut
The SMS includes applying controls for the other party.

htion should ensure that contracts and agreements with other parties provide proces
inputs and outputs, and information required to support the SMS.

ation should also be able to demonstrate that top management)is’ committed t
ion, maintenance and operation of the SMS. This should include €ontrols for other p
he service lifecycle.

pration, interfaces and co-ordination

htion should ensure there is clarity on the scope of sérvices between:

nization and its service supply chain.

include the accountabilities and responsibilities and the methods of engagement bet

htion should appropriately integrate services, service components and processes pro
by the organization itself and ‘other parties. For example, where processes have inter
organization and other parti€s, then the organization should demonstrate the integj
services operate to achieve their intended outcomes. Similarly, where services reg
ervices or service components from other parties, the integration of the services s
bnsibility of the organization to ensure that all parts of the services meet the se
S.

gration” is‘sometimes known as service integration and management. It promotes
ce manageimnent, particularly in complex service supply chains. “Service integrator
r the organization or part of an organization that takes on the key role of managin
hnd (coordination of services, service components or processes delivered from mu

er's
on of

s and

b the
irties

ween

vided
faces
ation
ly on
hould
rvice

end-
"is a
g the
Itiple

esérvice integrator role can be fulfilled by the organization or one of its suppliers. A s¢

rvice

integration STFUCTUTE Provides gOVernance, management, INtegration, assurance and coordination to
ensure the customer organization gets maximum value from its suppliers.

The organization should demonstrate clearly how these interactions with other parties (and resulting
outcomes) are measured and evaluated by the organization. This can include those interactions
between different processes, as well as between the parts of the process provided by other parties
supporting the organization’s SMS. The definition of the interactions should include the process
triggers, the method for interaction, the information exchanged, and any service levels associated (such
as aresponse time).

For example, for the incident management process, good practice can include:
— how the incident information is transferred between the organization and another party;

what should be included in an incident record;

© ISO/IEC 2019 - All rights reserved
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— which party is responsible for the incident at each stage of the lifecycle, including how often and the
criteria by which information is updated by each party.

5.3.4 Definition of controls for measuring and evaluating other parties

ISO/IEC 20000-1:2018, 8.2.3.2, specifies that the organization applies controls for processes, services
and service components provided or operated by other parties. These controls are for process
performance and service or service component effectiveness.

The organization should also enforce adherence to agreed performance criteria by other parties
through measurement and evaluation of the outcomes provided by those parties.

EXAMPLE1  Setting criteria for service performance, such as customer satisfaction measureiig
the infended outcomes of the service as stated in the service catalogue.

nt or meeting

EXAM
the ag

PLE2  Assess the incident management process performance by measuring and @valuating adherence to

reed service levels.

5.3.5| Management of the service supply chain

Whet
mang

suppl
even

The

or dd
can |
[SO/I
mang

e an internal or external supplier is involved in the servicedifecycle, the organiz
ge the supplier through the supplier management process (seg 1SO/IEC 20000-1:2018
ier management process also applies to customers of thecorganization when acting 4
though they are treated as customers when they are a corisumer of the services.

prganization should include information securityirequirements for suppliers in t
cumented agreements. There can also be controls for customers or other parties
ave access to, use of, or the ability to manage*the organization’s information or §
EC 20000-1:2018, 8.7.3.2. This should be a condition for allowing access to, use of, or
ge the organization’s information or services. If the controls are not operated, any

ation should
,8.3.4.). The
1S a supplier,

ne contracts
before they
ervices. See
the ability to
contribution

madg by the other parties should be excluded.from the scope definition.

Refer|to 6.7 for more information.

6 (General principles for the scope of an SMS

6.1 |Introduction

ISO/IEC 20000-1:2018;4.3 provides requirements for defining the scope of the SMS.

Top managementsshould ensure the scope of the SMS is clearly defined and agreed. It may be necessary
to inyolve any-~relevant governing body in this decision. Top management should ensure|the scope is
reviepved te-mrdintain continuing validity when there are changes to the organization and [the services.
The gcopé shiould also be reviewed at regular intervals to ensure scope is aligned to busingss needs.
NOTE Governing body isdefimredintSOAEC 20000-10asa"grouporbody thathastheultimateresponsibility

and authority for an organization’s activities, governance and policies and to which top management reports and
by which top management is held accountable”. Not all organizations, particularly small organizations, will have
a governing body separate from top management.

A clearly defined scope is important for an organization seeking to demonstrate conformity to
ISO/IEC 20000-1. It sets the boundaries within which conformity can be assessed.

The organization in the scope of the SMS can be part of a larger organization, for example an individual
department of a large corporation.

The scope definition of the SMS should be visible to staff, customers and prospective customers on
request. It therefore needs to be unambiguous giving a clear indication of the services and the
organization in scope.
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of this document for examples of scope definition.

6.2 The scope of the SMS

6.2.1 Defi

ning the scope

The scope definition should state what has been included in the scope of the SMS. The scope defines the
organization, or part of an organization, and the services in the scope of the SMS.

The scope definition should:

a) beassif
b) beunde
¢) include

d) be word
e) notrefel

Exclusion st
definition u
within the s
scope based

EXAMPLE 1
assumed to b

EXAMPLE 2
is established
conformity.

The definiti
being added
organization
frequent revj

ple and CONCISE as possSIDIE;

rstandable without detailed knowledge of the organization;
enough information for use in a conformity assessment;

led so that any exclusions are clear;

" to documents outside the scope of the SMS.

atements are not mandatory in the scope definition but_¢an“help to make the
hambiguous. Where there are exclusions to the scope definition, they should be
cope definition or via a linked exclusion statement. Care:should be taken when def
on exclusion statements.

If new services are implemented and are not explicitly hoted in the scope exclusion, they y
e included in the scope of the SMS.

If the scope is limited to all locations except‘<hist of excluded locations>, when a new lo
, it will be assumed to be included in the.scope which may impact the ability to demon

bn of the scope can change based@n other parameters such as customers or loca
or removed. The scope should-be defined in a way that considers the full context
(see Scenario 8 in A.5.3 for.an'example). The scope should be as simple as possible to
ision for minor changes to.§ervices or customers.

6.2.2 Scope definition and assessment

q

The scope
ISO/IEC 200

The organiz:
assessment

tatement of the SMS should be agreed when planning to demonstrate conformi
D0-1. This can\avoid setting false expectations about the SMS within the organization

hgainst-thie requirements specified in ISO/IEC 20000-1 takes place.

scope
isted
ining

vill be

cation
strate

tions
bf the
avoid

ty to

ition should confirm the scope of the SMS with the third-party assessor before any external

Only the evi11ence relevant to the scope of the SMS should be considered during any assessment.

6.2.3 Limits to the scope

Where the scope of the SMS is all services for the whole organization, defining the scope of an SMS can
be simple. For example, “The SMS for <name of organization> that provides <services>".

If the organization only includes some of its services in the scope of the SMS, the scope should be defined
to avoid ambiguity. The scope can be limited to services delivered to one customer, services delivered
from one site or only one type of service.

An organization can have both internal and external customers and deliver many services and service
types. Consequently, the scope of the SMS can include services for several internal and external
customers. When this is the case, the processes within scope of the SMS should be consistent across
customers but the procedures used for each customer or for different service types can vary in detail.
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6.2.4 Commercial considerations

An ISO/IEC 20000-1 certificate would normally be issued to a single legal entity, rather than a group of
different unrelated legal entities.

NOTE Refer to a certification body for further guidance.

A certificate for a single legal entity can include subsidiaries of an overarching entity within the scope,
e.g. an organization using multiple trade names. It is common for related entities to operate with
common processes. For related entities to operate with a common SMS, the following should be true:

a) the related entities should have a common governing body;

b) the certification is for the parent entity that governs the related entities.

6.3 |Agreements between customers and the organization

If a gustomer is identified in the scope definition, the organization should fulfil all requirements
specIied in ISO/IEC 20000-1 as they relate to that customer.

The ¢rganization cannot use the terms of a contract or documented-agreement with a|customer to
reduge its obligations to fulfil all the requirements specified in ISOAIEC 20000-1. This is the case even
if theg terms of a contract or documented agreement exclude some of the services or processes, e.g.
servifes within the scope of the SMS are required to have a capacity management procegs even if the
manggement of capacity is excluded from a customer’s contract terms.

6.4 |Scope definition parameters

6.4.1| Parameters to define the scope of the SMS

The grganization should use the necessary, parameters to define the scope of the SMS tq ensure that
thereis no ambiguity about what is included and excluded (see ISO/IEC 20000-1:2018, 4.3)

The garameters should include at ledst:

a) drganizational units providing services, e.g. a single department, group of departrpents or the
fhole organization;

=

b) what services or types-of services are offered to customers, e.g.

- asingle service, group of services or all services,
—+ IT services, cloud services,

—+ technology services to support facilities management, business process outsourcing,

—+\.technology services to support any sector's business, e.g. telecommunications, fihance, retail,
tourism, utilities.

For example, the scope definition can be: The SMS of <name of organization> that delivers <list of
service(s)>.

The term “delivered” in this context should be interpreted as all of the activities included in the service
lifecycle, including planning, design, transition and improvement and not just the day-to-day operation.

In a scope definition, the <name of the organization> should be the actual name of the organization and
not a generic reference to “the organization” to avoid creating a circular reference.
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6.4.2 Other parameters

Whilst the minimum parameters for the scope definition are the name of the organization and the
services delivered, the organization should use other parameters if they are needed in order to remove
any potential ambiguity in the scope definition of the SMS. The scope definition should be easy to
understand by interested parties that are not part of the organization.

Other parameters can include:

a) customers, e.g. internal customers, external customers, specific customer names, financial service
customers;

b) service [locations of the service management activity, e.g. head office, all sites, sites~in one
country|only;

c) customdr locations, e.g. customers in one country, customers served from one site;

d) other appropriate parameters that clarify the scope.

EXAMPLE 1 | The SMS of <name of organization> that delivers <services> from <ernganization locatiqn> to
<customer> at <customer location>.

EXAMPLE 2 | The SMS of <name of organization> that delivers <a subset of services> to <all customers jof the
organizationy.

The parameters can be used in whatever order the organization censiders suitable. Other paranjeters
can also be ysed to clarify the scope.

The scope flefinition for an SMS can include several sefvices or customers, without explicitly
listing individual services or customers, for example, by-referring to cloud services provided by the
organizatior] or referring to services to all customers, Where a limitation of scope is not listed in the
scope, the bifoadest interpretation is assumed. For example, if a list of customers is not included |n the
scope then ajl customers will be assumed to be inscope.

The organization should not include the names\of other parties, such as suppliers, that contribute fo the
SMS in the s¢ope statement.

Scenarios dgmonstrating the use of parameters are included in Annex A of this document.

NOTE1 Guidance from other squfces can be used in creating scope statements provided they megt the
requirementgin ISO/IEC 20000-1.

NOTE 2  If § simple unambiguous scope statement for services cannot be agreed, it can be represented by the
service cataldgue.

6.5 Validity of scope definition

The organization should ensure that the scope of the SMS remains valid after it has been documented.
The organization should do this by conducting reviews at planned intervals to identify discrepancies. If
the defined scope does not match the actual parameters (e.g. services, locations, other), then the scope
definition should be amended.

The organization can decide to demonstrate conformity for only some of its activities, dependent upon
its business need. For example, the organization can start with an SMS that includes only some services
and then later increase the number of services in the scope of the SMS. The organization should then
revise both the SMS and the scope definition to include the additional services.

When exclusion statements are used to define scope, new services may be unintentionally included if
they are omitted from an exclusion statement when they have not yet been fully transitioned to the SMS.

Some scope definitions refer to a service catalogue. The service catalogue can be included in the scope
statement with or without a version number. It should be carefully considered whether or not to use
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service catalogue version information in the scope because the service catalogue can be updated, and
the scope definition may no longer be accurate. If a service catalogue is used as part of the definition
of scope of the SMS, an internal audit review should be conducted each time the service catalogue is
updated to ensure that conformity can be maintained.

6.6 Changing the scope

A change to the scope of the SMS can mean that the organization cannot continue to demonstrate
conformity to the requirements in ISO/IEC 20000-1. The scope of the SMS can change when services or
customers are added or removed.

A chfnge 0 the services can require a change to the Scope of the —If an i3] certified to
ISO/IEC 20000-1, the certification body that awarded the certificate should be notified of changes
affecting the SMS scope because re-assessment may be required.

If thg scope of the SMS is changed, the organization should conform to the requirementd specified in
ISO/IEC 20000-1 for the revised scope. When the scope is revised, it can be fiecessary to fe-assess the
SMS. [This can be the case even if the SMS was not due for a planned re-assessment.

6.7 |Service supply chains and SMS scope

6.7.1] Reliance on other parties

The drganization should consider how the scope of the SMS.is influenced by the relationsHips between
the ofganizations in a service supply chain. Understanding the service supply chain is funjdamental to
definjng an effective scope for the SMS.

To achieve conformity, an organization should:

a) Hberesponsible and accountable for fulfilmient of all requirements specified in ISO/IEC 2(000-1:2018,
(lauses 4 and 5;

b) Have accountability for fulfilment of the requirements specified in ISO/IEC 20000-1:20[L8, Clauses 6
tp 10, including requirements falfilled by the organization itself and accountability for|all activities
and controls for other partiesiinvolved in the service lifecycle.

The drganization should consider how the scope of the SMS is influenced by the relationslips between
the ofganizations in a service supply chain.

6.7.2] Demonstrating conformity across the service supply chain

Whete an internal or external supplier, or a customer acting as a supplier, is involved ir;tthe service
lifecyjcle, théserganization should have evidence of fulfilment of the supplier managenment process

requirements specified in ISO/IEC 20000-1:2018, 8.3.4. This should include evidencq of suitable
cont\ilécts or agreements between other parties and the organization. These contracts orf agreements
shouldctearly define the activities to be carried out by Other parties and the intertaces between the

other parties and the organization. This definition should include the process triggers for the interfaces,
the method for interaction, the information exchanged, and any associated service levels.

Other parties in a service supply chain do not need to conform to the requirements specified in
ISO/IEC 20000-1 for the organization to demonstrate conformity. However, the organization should
demonstrate that they meet the requirements and apply controls of those parties. ISO/IEC 20000-1:2018,
8.2.3.2, states that these controls include measurement and evaluation as relevant of the process
performance and the effectiveness of services and service components provided by those parties.

When the organization and another party, such as a supplier, are both seeking to demonstrate
conformity to ISO/IEC 20000-1, each can implement an SMS, and each can fulfil all the requirements
independently. For example, an organization can demonstrate conformity to the requirements specified
in ISO/IEC 20000-1 for the capacity management process by applying controls for the other supplier
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involved in operating this process. At the same time, the supplier can demonstrate conformity with the
requirements for the capacity management process for this and other customers.

When another party is providing a service or service components to the organization and both seek to
demonstrate conformity, then:

it provides;

for that supplier.

the other party should demonstrate fulfilment of the requirements in ISO/IEC 20000-1 for the

the organization should demonstrate fulfilment of the requirements in ISO/IEC 20000-1 by applying

a)

services
b)

controls
6.8

Integrating with other management systems

The common text and structure of ISO management system standards can facilitate the integy

of multiple
requirement
integration
managemen
specified in

There can |
managemen
QMS each in

Requiremen
efficiency, ef]

EXAMPLE 1
requirementg
carefully cons

EXAMPLE 2
for informati

The organiz
overlapping
should be cg
for scope of
in the same
ISMS for ISO
statement.

NOTE IS
ISO/IEC 2700

anagement systems where they are used within a single legal entity, allowing con
s to be fulfilled once rather than duplicated. ISO/IEC 20000-1 is intended to
of an SMS with other management systems. For example, an jformation sed
[ system (ISMS) as specified in ISO/IEC 27001 or a quality manageément system (QM
S0 9001.

e differences in the scope of the SMS and other managemeént systems. Each ty
f system has a different purpose and area of focus. For example, the SMS, the ISMS an
clude areas of focus and do not overlap entirely.

[s of each management system that are common-should be integrated to enable gr
fectiveness and consistency.

Documentation requirements or management responsibilities are supported by the co
across all management system standards. Hewever, the requirements of each standard sho
idered to take into account any specific changes made to the common text.

The requirements for incident manageient in an SMS have a lot in common with the require
n security incidents in an ISMS. It is-possible to integrate these requirements.

ption can define the scope.of its SMS as geographically or organizationally identi
with the scope of otherithanagement systems. The scope of each management sy
nsidered separately and be described relevant to its focus and to meet the requirer
he specific standard, It is not necessary to describe the scope of each management sy
way. For example;~ah SMS requires a description of the services included in the scoy
IEC 27001 reqaires a statement of applicability with its version to be included in the

D/IEC TR 20000-7 provides guidance on the integration of ISO/IEC 20000-1, ISO 900

1. [SOAEC 27013 provides guidance on the integration of ISO/IEC 20000-1 and ISO/IEC 27001.
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A.l.

The types of organizations that can seek to conform with the requirements specified in ISO
can include:

a)
b)

c)

The
requi
the o
simp
ther
types

Many
comp
this 4
be a d

When looking at the scope of an’SMS and the applicability of ISO/IEC 20000-1 to an orga

contg
and ¢
custo
of an

A.1.2

The s
some|

ISO/IEC 20000
Annex A
(informative)

Scenario based scope definitions

General

-3:2019(E)

Introduction

n organization providing services to internal customers;
n organization providing services to external customers;
n organization providing services to both internal and external customers.

ollowing examples illustrate the type of scope definitiofis suitable for an SMS th
rements specified in ISO/IEC 20000-1. In the figures, the arrows indicate that a servig
Fganization to its customer(s) as well as from theerganization’s suppliers to the org
ify the figures, operational activities are not shiowh. The examples are designed to
plationships that can occur between an organization, its customers and suppliers of
and the appropriate scope of an SMS in each ¢ease.

organizations have complex servicexsupply chains with multiple parties provi
onents or operating services or proggsses in support of the organization’s SMS. The
nnex show both simple and more ¢emplex service supply chains. In many organizatio
ombination of insourced and gutsourced services.

xt of other parties within the service supply chain is important in determining
larifying the scope statement. For instance, if an external supplier delivers service
mers this is relevantto assessing the scope for that external supplier. It is not relevant
organization that.is a customer of that external supplier.

Framework for the scenarios

cenaries in this annex provide some possible scope alternatives, representing key pi
commnion examples. They do not represent an exhaustive list of scope definitions.

IEC20000-1

ht fulfils the
e flows from
hnization. To
demonstrate
the different

ding service
scenarios in
ns, there can

nization, the
applicability
5 to multiple
to the scope

rinciples and

A co

PIEX Service Supply chalm (FIgure A.1) 15 USed throughout this annex as a (rame

ork for the

scenarios. The scenarios presented can stand alone. They also examine the way different organizations

may i

nteract in a more complex environment.

Figure A.1 introduces a “service integrator” organization. A service integrator provides services related
to coordinating activities of multiple parties in a complex service supply chain. A service integration

funct

NOTE

ion may be provided by the organization itself or outsourced to an external provider.

1

services and service components delivered by multiple suppliers.’
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Service

Customers Requirements —
USINEesSs

(Internal and ines

External) . Organization A

A

Party B
(Service Integrator)

Bold Border indicates

Subject of the Scenario * + +

Blue Shading indicates .
Party C External Supplier Internal Supplier
Externl to Business External Supplier
A
[ ]
Party D Supplier 2
Supplier 1

Figure A.1 — Framework for the scenarios — A complex seryvice supply chain

It is increas|ngly common for organizations to have multiple suppliers with complex service sppply
chains. Lookfing at the complex service supply chain in a modula®way and examining the specific fcope
of each orgahization can simplify the scope definition.

NOTE 2  Infhe scenarios, the term “Party” is used to describe an entity that may be an “organization” seeKing to
demonstrate fonformity with ISO/IEC 20000-1 or an “other party” acting in another role. For clarity, a bold Horder
shows the subjject “organization” of the scenario that wish@sto demonstrate conformity to ISO/IEC 20000-[..

A.2 Simple scenarios

A.2.1 Scenario 1 — Internal delivery

Business
Organization A

T

Internal Supplier

Figure A.2 — Internal service delivery

Scenario 1 (Figure A.2) shows an example of a simple service supply chain. Organization A is seeking
to demonstrate conformity with ISO/IEC 20000-1 and delivers all activities except for some financial
management services. There is a single internal supplier that supplies shared financial services for
the business, including Organization A. The customers of Organization A are limited to the internal
customers of the business.

Conformity can be demonstrated provided that:

a) Organization A fulfils all requirements of ISO/IEC 20000-1 for the services included in the scope of
their SMS;
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b) Organization A can demonstrate controls for the internal supplier.

The organization has direct accountability for delivering the SMS. Top management shall control the
internal supplier as described in ISO/IEC 20000-1:2018, 8.2.3.

The scope definition can be: The SMS of <Organization A> that supports the delivery of <services> to
internal customers in the business.

A.2.2 Scenario 2 — Simple service supply chain

A.2.2.1 Background

Service

Customers Requirements Business
(Internal and T
External) Organization A

Services T

Party C
External Supplier
(Service Components)

Figure A.3 — Simple service'supply chain
For Sicenario 2 shown in Figure A.3, we consider Qrganization A with an external suppljer (Party C)
providing service components in support of the SMS of Organization A.

Organization A may achieve conformity for the scope of services that it supplies to its |customer(s),
based on the principles described in 6.7.

A.2.212 Is the scope of Organization A limited to IT services?

No. Fpr example, Organization A(may deliver logistic services and the external supplier pr¢vide related
custgmer care services. All requirements specified in ISO/IEC 20000-1 are generic and ar¢ intended to
be apjplicable to all organizations regardless of the nature of the services delivered.

A.2.2l3 Can therebe more than one externally supplied service or more than one supplier for
this g§cenario?

Yes. The number of services or service components supplied by the external supplier and the number of
suppliers daes not affect the scope of the SMS provided that the organization can demonsttate supplier
manggement and control of parties involved in the service lifecycle according to ISO/IEC 2(0000-1:2018,
8.3.4land’8.2.3.

A.2.2.4 Can services provided directly to the customer by another party be included in the SMS?

No. The services provided directly to the customer by another party and not by the Organization A are
not in scope of the SMS.

When the customer engages a supplier directly there is a contract or agreement that is managed by the
customer. Therefore, the controls for all parties cannot be demonstrated by Organization A.

A.2.2.5 Can internal and external customers be supported within the SMS of Organization A?

Yes. Provided the internal and external customers are included in the scope of the SMS, and the
requirements of ISO/IEC 20000-1 can be met, it does not matter whether the customers are internal or
external.
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The scope definition can be: The SMS of <Organization A> that supports the delivery of <services> to

internal and

external customers in business.

A.2.2.6 Can Party C also demonstrate conformity?

Business

Organization A

7y

I

Service

CustomerS Of Requiremen b O
Pa C _Pal Wy < ]
External Supplier
(|r|1Etetm Ia|;1d - (Service Components)
X e na ervices

Yes, because
be different.

Party C (Fi

Figure A.4 — External supplier in a simple service supply chain

the SMS of Organization A and the SMS of Party C are mutually exclusive, the scope

ure A.4) can seek conformity provided it fulfils allhthe requirements specifi

ISO/IEC 20C
Organizatio
Organizatio

The scope (

<customers.

A2.2.7 Ca

Yes. Party C’

A2.2.8 Ca

Yes, when a
Party C is in
considered 3

Organizatiop A should~demonstrate evidence of management and control of Party C as a cust

actingasas

A2.29 Ca

!

00-1 for their SMS. This is not in conflict with any*ISO/IEC 20000-1 conformi

A, not their internal activities or processes.

lefinition can be: The SMS of <Party C>cthat supports the delivery of <service

h Party C provide services to more.than one customer?

5 SMS can include services provided to multiple customers.

h Party C be both a supplier and a customer?

customer is also acting as a supplier. The only impact to the scope of the SMS is ens
rluded in the scopetas a customer. In the context of the SMS of Party C, it is Party C t
s the organization:

ipplier aceording to ISO/IEC 20000-1:2018, 8.2.3 and 8.3.4.

h internal suppliers be treated the same way?

s will

bd in
Ly by

A because Organization A can demonstrate contfgls for activities Party C perfornps for

5> to

uring
hat is

omer

Yes, the scope of the SMS for Organization A, as shown in Figure A.5, does not change based on the

suppliers.

The controls for the internal supplier should be demonstrated by Organization A in the same way as an
external supplier. However, the supplier management requirements in ISO/IEC 20000-1:2018, 8.3.4 are

different for

16

internal and external suppliers.
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Customers

Service
Requirements

Business

(Internal and
External)

Organization A

Services

T

Party C
External Supplier

(Service components)

T

Internal Supplier

A3

A.3.1

A.3.1

Sceng
oper4
requg
used

Scenarios with outsourced components

.11 Background

Customers
(Internal and
External)

A.3.1

Figure A.5 — Scenarios with limited outsourcing

Service
Requirements

Services

Scenario 3 — Outsourced components

rio 3, illustrated in Figure A.6, is similar to Scenario 2, buit a service and parts of processes are
ted by an external supplier (Party C). This involves ©perating part of the incident and service
st management processes on behalf of Organizatien(A. Although the external supplidr’s service is
by all the internal customers in the business, the contract is between Organization A and Party C.

Business

Organization A

T

Party C
External Supplier

(service and parts of

processes)

L2.Can Organization A demonstrate conformity?

Figure-A.6 — Scenario 3 — Simple service supply chain for services and proc¢sses

Yes, if the organization can demonstrate controls for Party C as in ISO/IEC 20000-1:2018, 8.2.3.

A.3.1.3 Whatis the scope definition for Organization A?

The scope definition can be: The SMS of <Organization A> that supports the delivery of <services> to
<Customers>.

Although Party C operates a service and parts of processes, this scope definition is valid if Organization
A has retained controls for Party C. The scope definition should not include the name of Party C because

it is a third party and not relevant to the scope of the SMS.

© ISO/IEC 2019 - All rights reserved
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In Scenario 3, Organization A can provide evidence that demonstrates controls for Party C. Where one
party would seek to rely on another party for supporting evidence, it is good practice for this to be
included in the contract or agreement.

A.3.1.4 Can Party C also demonstrate conformity?

Yes, if Party C can fulfil all the requirements specified in ISO/IEC 20000-1 for the scope of its own SMS.
For this scenario, that should include the processes and capabilities to operate a service and parts of
processes for Organization A. Even though the service provided by Party C to Organization A only
covers two processes, Party C should be able to demonstrate conformity to all requirements specified
in ISO/IEC 20000-1.

Party C can|seek conformity for an SMS with a scope that includes other customers that fulfjl the
requirements specified in ISO/IEC 20000-1.

A.3.2 Scenario 4 — Suppliers, lead suppliers and sub-contracted suppliers

A.3.2.1 Bafgkground

an organizatiion has several suppliers, the organization can appoint one supplier as the lead supplier. As
illustrated im Figure A.7, Party C is acting as the lead supplier in this scenario. Organization A and lead
supplier (Party C) should have a direct relationship and a contract.

Often a supTer can have sub-contracted suppliers to deliver the required sé€rvices. Alternatively, when

Service
Requirements

Business
(Interngl and . -
Extefnal) Organization A

Services
.

Q¥
(Party C
ﬂxternal Supplier
’\\ ervice and parts

)" of processes)

A
I I

Custojamers

Party D Supplier 2
Supplier 1

Figure A.7<=Scenario 4 — Relationship with lead suppliers and sub-contracted suppliers

Under the terms of the contract with Organization A, the lead supplier (Party C) should manage the
sub-contracted suppliers (e.g. Party D, Supplier 2). The sub-contracted suppliers should have a contract
with the lead supplier, not with Organization A. There should not be a direct relationship between the
organization and the sub-contracted suppliers.

The controls for the lead supplier (Party C) are determined in the same way as if it were a single
supplier to Organization A. The controls for the sub-contracted suppliers are the responsibility of
the lead supplier (Party C). Organization A would control the lead supplier (Party C) according to
[SO/IEC 20000-1:2018, 8.2.3.
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A.3.2.2 Whatis the scope definition for Organization A?

The scope definition can be: The SMS of <Organization A> that supports the <services> to <internal and
external customers>.

A.3.2.3 Can Party C demonstrate conformity?

If Party C wants to seek conformity, it should demonstrate control of Party D and Supplier 2 as
described above.

A 4_ CScanarioswith comnlav carvica cunnlvchainc
. ot Ha oS- Wit eompréxservice-sSUppry-exaiis

A.4.1 Scenario 5 — Extensive outsourcing

A.4.111 Background

Organization A provides services to internal customers. Organization A’s Business process|outsourcing
servifes and cloud services are outsourced to Party C. The incident management, serjice request
manggement and problem management processes are also outsourced'to the external supplier, Party C.
This {s illustrated in Figure A.8.

Service

Customers Requirements Business
(Internal and i _e:
External) Organization A

Services T

Party C
External Supplier
(Extensive
outsourcing)

Figure A.8 — Scenario 5 — Simple service supply chain for extensive outsouricing

A.4.1{2 Can Organization A demonstrate conformity?
Yes, grovidedthey can fulfil all requirements of ISO/IEC 20000-1 either:

a) directlyfor processes managed internally;

b) threOgh applying controls to Party C

The fact that the Organization A is extensively outsourced does not affect their ability to manage the
delivery of services to their customers provided they fulfil all requirements of ISO/IEC 20000-1. Party C
can deliver many of the services and processes, but Organization A can still fulfil the requirements
of ISO/IEC 20000-1 by demonstrating control for Party C. Organization A should directly fulfil
ISO/IEC 20000-1:2018, Clauses 4 to 5.

The scope definition can be: The SMS of <Organization A> that supports the delivery of <services> to
<Internal and external customer(s)>.

Although Party C operates a service and parts of processes, this scope definition is valid if Organization
A has retained controls for Party C. The scope definition should not include the name of Party C because
it is a third party and not relevant to the scope of the SMS.
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A.4.2 Scenario 6 — Internal service integrator

A.4.2.1 Background

Service

Requirements )
(flutstorlnelzjs Business
nternal an . . . . . .
External) - Organization A - with internal Service integrator
ervices

In Scenario §, Organization A retains support for financial application services.

All other ser

Scenario 6

Organizatiop A. Organization A has elected to implement service integration to manage delivg

services acr
outsourcing
integration (

T T T

Party C
External Supplier

External Supplier Internal Sugplier

(Extensive outsourcing)

Figure A.9 — Scenario 6 — Internal service integrator

vices required by Organization A are outsourced to interdaband external suppliers.

introduces service integration. It includes a ,sérvice integrator function W

bss multiple external and internal suppliers. This“was done because the decision t
created a service supply chain that was complex, with services to the customers reqtu
f services, service components and processés-provided or operated by multiple suppl

rithin
ry of
D use
liring
iers.

Scenario 6 allso introduces additional customers. Ofganization A now supplies services to exterpal as

well as inter

Scenario 6 i
defining the
determining
the scope an

All contexta

hal customers.

|lustrates why the implications.of the service supply chain should be understood
scope of the SMS. The context-of the organization (ISO/IEC 20000-1:2018, Clause 4
the roles of the other parties (ISO/IEC 20000-1:2018, 8.2.3.1) can affect the definit
d whether conformity can'be demonstrated.

hd leadership requirements (ISO/IEC 20000-1:2018, Clauses 4 to 5) are met by Organiz
e integrator in Scenario 6 is tasked by top management to provide:

management\of the supply chain according to ISO/IEC 20000-1:2018, 8.3.4;

of partiés involved in the service lifecycle for the supply chain accordiy
20000-1:2018, 8.2.3;

when
) and
on of

ation

g to

s for the SMS and the services (ISO/IEC 20000-1:2018, Clause 6);

maintained (including the process interface requirements for all parties);

end-to-end customer service reporting;

assurance that the end-to-end processes supporting the SMS are defined, implemented and

definition of the measurements and evaluation criteria required to operate the services and SMS

between all parties (including the information that is transferred and the method for transfer);

assurance that the management of the outcomes of all parties is performed in a consistent manner

in support of the service management objectives and fulfilment of the requirements of the SMS.

A. The servi

a) supplier

b) control
ISO/IEC

c) theplan

d)

e)

f)

g)
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A.4.2.2 Can Organization A demonstrate conformity?

-3:2019(E)

Yes. In Scenario 6, Organization A retains service delivery of the financial application services using all
ISO/IEC 20000-1 requirements. Organization A also delivers the service integration service.

All other services delivered to the customers of Organization A are outsourced to internal and external

supp
Orga

liers. These services, therefore, cannot be included in the scope for Organization A.

nization A can demonstrate conformity because:

a) the organization fulfils the requirements specified in ISO/IEC 20000-1:2018, Clauses 4 to 5;

b) tjieorgamnization atso Meets the TequITEMents of SOME Other clauses of 1SO/TEC 200007
c) (rganization A demonstrates the controls for other parties for the remaining requiren

d) the service integration function of Organization A provides controls for' the othg

(%)

A.4.213 Whatis the scope definition for Organization A?

The qcope definition can be: The SMS that supports the delivery of Service integration af

appli

A.4.2l4 Can the external suppliers demonstrate conformity?
Yes. cenario 6 includes external suppliers (for example Party C) operating services and t

required by ISO/IEC 20000-1. This is the same basis as Party C’s ability to demonstrate ¢
scendrio 3.

A.4.2l5 Can the external supplier demonstrate conformity across multiple customer

The gxternal supplier can support multiple internal and external customers in the correct ci
Referto Scenario 2 for more detail.

A.4.3 Scenario 7 — Outsoufrced service integrator

A.4.311 Background

Scengrio 7 is the same as Scenario 6 except that the service integrator role is now

Orga

pecified by ISO/IEC 20000-1:2018, 8.2.3.

fation services> to <Internal and external customers> by <Qrganization A>.

hization A haswretained delivery of the financial application services.

1 itself;
hents;

I parties as

1d <financial

he processes
bnformity in

S?

rcumstance.

outsourced.
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Service
Requirements )
((llutstorpezs Business
nternal an T
External) - Organization A
Party B
(Service Integrator)
Party C External Supplier Internal Supplier
External Supplier
Extensive outsourcing
A
[ ]
Party D Supplier 2
Supplier 1 A
Figure A.10 — Scenario 7 — External servicé.integrator
A.4.3.2 Cap Organization A demonstrate conformity?
Organizatiof A can demonstrate conformity if ity fulfils the requirements specified in
ISO/IEC 20000-1:2018, Clauses 4 to 5 itself and can demonstrate controls for other parties involyed in
the service llfecycle.
The scope of the SMS should include the finangial application services which will demonstrate¢ that
Organization A operates these processes themselves.
The internallsupplier would also be expected to recognise the service integrator has delegated prjpcess
managemen{ responsibilities for Organization A. This allows consistent management of seryices,
processes arld reporting.
A.4.3.3 Whatis the scope. definition for Organization A?
The scope definition for\Organization A can be: The SMS that supports the delivery of findncial

application 3

A43.4 Ca

ervices to:$Customers> by <Organization A>.

h Party C demonstrate conformity?

Yes. In Scen

1o 7/, the pOtenUai Ior conrormity or externat supphers IS The same as Scenarto 3.

A.4.3.5 Can Party B demonstrate conformity?

For Party B to demonstrate conformity, it should provide the service integration as a service with its
own SMS, directed and controlled by its own top management. It cannot merely operate the service
management processes within the scope of its customer’s SMS.

If both Organization A and Party B wish to demonstrate conformity, care should be taken to ensure that
the scope of the SMS for each is correctly defined. Organization A cannot demonstrate conformity if they
are so extensively outsourced, they no longer have distinct services in scope of their SMS. Organization
A can consume the outsourced services from Party B as service components but should have their own
services in the scope of their SMS to demonstrate conformity.
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